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1. IEPEJIMOBA

HopmatuBHa mucrnumuiina "Awurmidicbkka MoBa"  BIIHOCUTBCA IO
TYMaHITapHOTO IMKIY OCBITHbO-KBami(pikamifHOro piBHSI OakamaBp 1 €
CKJIaIOBOI0 YAaCTHHOIO 3arajibHOOCBITHBOT miAroToBku cryaentis OJEKY.
[IpakTHuHEe BOJIOAIHHA AHTIINHCHKOIO MOBOIO € HEBIEMHHM OpTaHIYHUM
KOMITOHEHTOM CYy4YacHOi ITiJIFTOTOBKU CIICIIAJICTIB BUIUMH HaBYAJILHUMU
3aKkiagaMu. [Ho3eMHa MOBa y BHIIIOMY HaBYaJIbHOMY 3aKjajil SIBJSIE COOOIO
CaMOCTIMHUI Kypc, SIKHA Ma€ CBifl 3MICT Ta CTPYKTYypy. 3arajbHuUM o0csr
HaBuajgbHOoro uacy miua Il kypcy 3a daxom «xoMm’roTepHI HayKu»
BU3HAYAETHCS BIAMOBIAHUM pOOOYMM HABYAIBHUM IUTAHOM.

Mema BUBYEHHS 1HO3EMHOi MOBHM Yy HEMOBHOMY BY3l — MIiATOTYBaTH
CTYyJICHTa JI0 YUTaHHS JITEpaTypH 3a (GaxoM, CIUIKYBaHHS aHTIIHCHEKOI0 MOBOIO
B PI3HMX BHJIaX MOBHOI MdISUTBHOCTI, MOXJIMBOCTI 11 BHUKOPUCTaHHS Yy
NPAKTUYHUX LUISX.

3aranbHOOCBITHE 3HAUYECHHSI BUBYCHHS AHIJIIHCHKOI MOBHM BU3HAYA€THCS
TUM, 110:

1. mOpiBHSHHS IBOX MOBHHMX CHCTEM - PIJTHOI Ta 1HO3€MHOI MOBH - TOTJIMOIIIOE
(G17I0JIOTIYHI 3HAHHS CTYAEHTA, 3MYLIye OUIbII BAYMIIMBO CTaBUTHUCH 10
SIBUII P1AHOI MOBH;

2. BUBYEHHS 1HO3EMHOI MOBH CIIPHSIE PO3BHUTKY Ii3HABAJIBbHOI Ta PO3YyMOBOI
AKTUBHOCTI CTYJICHTA;

3. oTpuMaHa 1HO3EMHOIO MOBOIO i1H(OpMAIlis MICTHUTh PI3HOMAaHITHI (aKTh
HAayKOBOTO CYCIHUIBHO-TIOJITUYHOTO Ta KpaiHO3HABYOrO XapakTepy, IO
JIOTIOMArae CTyJICHTOB1 PO3IIUPIOBATH KPYTO31p.

3araJibHOOCBITHS I[IHHICTh BUBYEHHS 1HO3€MHOI MOBU YCBIJIOMJIIOETHCS
CTYJICHTaMH 32 YMOBH NPABWIBHOI OpraHizailii 3B's3KiB MK KypCOM 1HO3EMHOI
MOBHU Ta CHELIATbHUMHU JUCHUIUTIHAMU. Y MpOLeci HaBYaHHS 1HO3EMHOI MOBHU
yCl BUJUM MOBHOi JisUTBHOCTI (YMTAHHS, MOBJICHHS, AayJWIOBaHHS) TICHO
MOB'A3aHI MK COOO0, XO04Ya iX CIIBBIJHOILEHHS HA PI3HUX €Tanax HaBYaHHS
pi3He, II0 3YMOBJIEHO METOK Ta yMOBAaMM HaBYaHHSA, a TaKOX B1JIHOCHOIO
CKJIQJIHICTIO BHJIIB MOBHOI1 JIISUTBHOCTI, 1110 BUKOHYEThCHI.

IIpakmuuna 3nauumicms BUBYEHHS aHIJIINACBKOI MOBHU Y BHILOMY
HABYAJILHOMY 3aKJIa/Ii MOJISTae B TOMY, 1110 BOJIOAIHHS aHTIIIMCHKOIO MOBOIO €:

- 03HaKOIO0 BUCOKOIO MPOQECIHHOTO Ta IHTENIEKTYAJIbHOTO PiBHS (DaxiBIIs;
- MOXKJIMBICTIO MPOXO/HKEHHS BUPOOHUYOT MPAKTUKHU 32 KOPIOHOM;
- MOXJIMBICTIO HABUYaHHA Ta CTaXYBaHHS y 3aKOPJOHHUX

BUIIMX HABYAIBHHUX 3aKJIa/1aX;

- MPIOPUTETHUM MpaIleBIAMITYBAHHSIM;
- HEOoOXI1JHICTIO KopHucTyBaHHs Internet

B pesynpraTi BHBYEHHS AUCIUILUTIHK "AHTJiHChbKa MOBA" CTYJEHTH

NOBUHHI 3Hamu OCOOJUBOCTI (POHETUYHOI, TpaMaTU4YHOi, MOP(OIOTIYHOT,




CUHTAKCHUYHOI CTPYKTYpHU aHTJINCHKOI MOBH, BIJIMOBIAHY CIELIaIbHY JIEKCHKY
3a haxom.
[Ticst BUBYCHHS TUCITUILUTIHY ,,AHTTIiIChKa MOBA" CTYJICHT Ma€ 8Mimu:
- YHTaTH, epeKIaaTu Ta peepyBaTu OpUTIHAIBHY JIITEPATypy 3a haxoM
JUIS OTpUMaHHS HeoO0XiaHoi iHdopMallii;
- OpaTu yd4acTh B YCHOMY CIUJIKyBaHHI 1HO3EMHOIO MOBOIO B 0O0CSTY
MaTepiaiy, epeadadeHoro mporpamoro.
Y mporieci AOCSITHEHHS MPAKTAYHOI METH 3A1MCHIOIOTBCS OCBITHI Ta
BUXOBHI 3aBJaHHS HaBYaHHS 1HO3EMHOI MOBH.
KoHTposib MOTOYHUX 3HaHb BUKOHYETHCS Ha 0a3i KpeIUTHO-MOIYJIBHOI
cUcTeMH opranizaiii HaB4aHHs. [1iICYMKOBIM KOHTPOJIEM € €K3aMeH.

2.3MICT
Beryn

B ymoBax 3HayHOro pO3MIMPEHHS MDKHAPOJHUX 3B'S3KIB YKpaiHW 3HAHHSA
1HO3eMHHX MOB CIEIialicTAMH PI3HUX Trajgy3eidl Hayku HaOyBalOTh OCOOJIMBOTO
3HaueHHs. OJIHE 3 TOJIOBHUX 3aBJaHb SKE CTABUTHCS TMEpe] CTYJIEHTAaMHU BHIIHUX
3aKJIaJliB OCBITH YKpaiHH € MPaKTHYHO - KOMYHIKaTHBHE BOJIOAIHHS 1HO3EMHOIO
MOBOIO Ha ipodeciitHomMy Ta ToOyTOBOMY piBHAX. B mpolieci mpakTHIHOTO BOJIOMIHHS
1HO3EMHOI0 MOBOIO OCHOBHHWI HAarojoc poOWTHCS HA YCHE MOBJICHHS SIK OCHOBHY
BUXOBHY (OpMYy MOBJICHHEBOI MisUTbHOCTI. Ilucbmoge moeneHHs — 4YUTAHHIM 1
MUCHMOM CTYJICHTH OBOJIOJIIBAIOTH BXKE Ha 0a3l 3aCBOEHOTO YCHOT'O MOBJICHHS. Y CHE
MOBJICHHS € HE TIJIbKM METOI0 HaBUaHHSI, aJie € 3aC000M JOCATHEHHS II€1 METH.

HaBuanHst yciM BuJaM MOBIEHHEBOI JisSTIbHOCTI BEJEThCS KOMILIEKCHO. Yci
BIJIOMOCTI TEOPETHYHOTO XapaKkTepy 3 ghoHemuku™ TEXHIKM YUTAHHS Ta MEPEKIay,
rpaMaTUKH JAlOThCA B TMPOIECi MPaKTUYHOI poOOTH B 00'emMi mMOTpiOHOMY MJis
HaOyBaHHSI CTYJICHTAMH BiMOBITHUX YMiHb 1 HABUYOK.

3HauHa yBara B HaBYaJIbHOMY IMPOIIECI BIPOJOBK BCHOTO KypCy MPUIIISAETHCS
B IIOCTAHOBIII BUMOBH, OCOOJIMBO 1HTOHAIIII.

I'pamamuuna cucmema 1iHO3eMHOI MOBHU 3aCBOIOETHCA CTYJICHTAMH 32
JIOTIOMOTOI0 TpaMaTUYHHUX CTPYKTYp YCHOTO 1 THChMOBOro MOBJIEHHS. Ilopsimox
MOJIaHHA TpaMaTHYHHUX CTPYKTYp BH3HAYAETHCS IOCHIIOBHICTIO TOCTYHOBOIO
YCKJIQJIHEHHS MaTepiaiy 1 3aJeKHOCTI HOTo Bijl MONEPEeTHROTO MaTepialy.

Jlekcuka - ci0Ba, CIIOBOCIIONYUYEHHS 1 BUPa3H 3aCBOIOIOTHCS B MOBJICHHI B iX
MPUPOAHOMY MaTepiali.

BinpHe croinkyBaHHS 1HO3EMHOIO MOBOIO MOMKJIMBO JIMINE KOJH CTYICHTH
OyAyTh MUCIUTH LIi€10 MOBOIO. TOMY PO3BHUTOK MUCIICHHS iHO3EMHOIO MOBOIO €
BXJIMBUM 3aBJIaHHSAM MPAKTUYHOTO KYPCY, 10 3a0€3MeUy€eThCS YNCICHHUMM,
PI3HOMAHITHUMH MOBHHMH OPHUTIHAJIBHMMH BIpPaBaMU 1 CTBOPEHHS MOBHOI
aTMoc(epH Ha 3aHATTIX 1032 ayJUTOPHUN Jac.




3nanna:

o BHUMOBH YCIX 3BYKIB aHTJIIHCHKOI MOBHM Ha PiBHI KOMYHIKaTHUBHOI
JOCTaTHOCT1 (piBeHb PO30IPJIMBOCTI JUIsI YCHOTO CHIIKYBaHHS) Ta
OCHOBHHMMH 1HTOHAIlIMHUMU MOJCIISIMHU;

o 3aKOHOMIPHOCTEH aHTJIIHCHKOI MOBH Y CITIBCTABJICHHI 11 3 A1JIOBOIO
YKPAIHCBKOO MOBOIO;

o (hOHETUIHOTO, TPAMATUIHOTO, IEKCUIHOTO, MOP(}OIOTIIHOTO,
CUHTAaKCUYHOTO MIHIMyMy MepeadadeHoro mporpamoro kadeapu
inozemanx MoB OJIEKY 3 aHrmiiicbkoi MOBH.

Buminna:

o BECTH Oecily Ha OCHOBI TUIIOBUX CHUTYallli I1JIOBOTO CITIIKYBaHHS, Y
3B'I3Ky 3 IPOYUTAHUM a00 MPOCITyXaHHUM;

o PpOOUTH TMOBIJOMJICHHS Ha OCHOBI THUIOBUX CHUTYyaIllii 1JIOBOTO
CIIJIKYBaHHS, & TAKOX BUCJIOBIIFOBATHUCS 3 IPUBOAY MTPOYUTAHOTO a00
IPOCITYXaHOro;

o CaMOCTIWHO YMTaTH (31 CIOBHUKOM) CYCILUIbHO-TIONITUYHI, HAYKOBO-
MOMYJISIPHI TEKCTH, a TAaKOXK 3a (axoBy JIITepaTypy;

o CIpUIMaTH Ha CIyX Mpu Oe3nocepeHhOMY CIIJIKYBaHHI Ta y

o 3BYKO3aIllMCy TEKCTH IMOOYJ0BaHI B OCHOBHOMY Ha 3aCBOEHOMY
MOBHOMY Matepiali.

3. OPTAHI3AIISA NIPAKTUYHUX 3AHATH

[Ticns mpakTHYHUX MOJYJIIB CTYJICHTH TOBUHHI OBOJIO/IITH HACTYITHUMU
0a30BUMH BMIHHAMU MA 3HAHHAMU

- OXapakTepu3yBaTU YMOBHHI CIOCIO B aHIUIIMCHKIN MOBI;

- TIOSICHUTH CTPYKTYPY Ta OCOOJTUBOCTI BXKUBAHHS TPHOX THUIIIB PEYECHB B
YMOBHOMY CIIOCO01;

- TIOSICHUTH BXKMBaHHS 1H(1HITUBA Ta HOTO (HOPM B aHTIIHACHKINA MOBI;

- TOSICHUTH BXKUBAHHS J1€MPUKMETHUKOBUX 3BOPOTIB B aHTIMCHKIN MOBI;

- YUTaTH, MEPEKIIaaTh Ta MepeKa3yBaTh TEKCTH CYCIIbHO-TIOTITUYHOI
TEMAaTHKH;

YUTATH, IEPEKIIAJIaTH Ta MepeKa3yBaT TEKCTU 3a (haXxoM.




LESSON 1
I. Translate this text in writing:

TYPES OF COMPUTER SECURITY

Computer security is that branch of information technology which deals with the
protection of data on a network or a stand-alone desktop. As every organization
Is dependent on computers, the technology of its security requires constant
development. Here are the different types of computer security.

Hardware Security

Threat

Even if the computer is not plugged into a network, a person can open its cabinet
and gain access to the hard drives, steal them and misuse or destroy the data
saved on them or, damage the device altogether. It is also necessary to
remember that in case one dissembles his computer hardware, the risk of losing
coverage of warranty becomes very high.

Protection

The security of computer hardware and its components is also necessary for the
overall protection of data. If a stand-alone system contains some important or
classified information, it should be kept under constant surveillance. Locking
system for a desktop and a security chain for a laptop are basic security devices
for your machine. Certain disk locks are available in various sizes, which control
the removal of the CPU cover protecting internal components of the system. For
example, you will find disk/tape drive lock, computer case lock with cable and
padlock, security cables, etc. A disk lock guards all the internal access points
located on the CPU and protects them.

Software Security

Network Security

Computer networks are an integral part of any organization these days, as they
facilitate the free flow of data and services to the authorized users. However,
such networks also pose a security threat in case the data is classified and
confidential, thus making network security a vital necessity.

Threats

As the data is available only for authorized users, it is possible for hackers to
pretend to be one, by providing the correct user name and password. Computer
network security can be disrupted or encroached in the following ways:

Denial of Service

Denial-of-service is meant to disable a computer or a network and can be
executed with limited resources. It is one of the most common forms of attacks
by hackers and can effectively disable the whole network of an organization.
Denial of service attack makes a computer resource unavailable to its intended
user. To carry out this kind of attack, hackers generally flood a network or the



access routers with bogus traffic. They also make attempts to disrupt
connections between two machines and prevent individuals from accessing a
service.

Trojan Horse

Trojan horse is common and one of the most potential threats to computer
security. They are malicious and security-breaking programs, disguised as
something which is considered as non-malicious by the security software. They
are a useful tool for hackers who try to break into private networks. Hackers
generally attach Trojan horse to a file, which triggers a virus or remotely
controlled software, giving the hacker complete control over the computer.
Viruses and Worms

Viruses and worms are well-known for their destructive nature and the property
of replicating themselves. They are basically pieces of computer program codes,
which are written by hackers and other computer geniuses.

Sniffing

Sniffing is the act of intercepting TCP/IP packets while they are getting
transferred on a network. The interception generally takes place through simple
eavesdropping done by a hacker.

Protection

Firewall

It is one of the most essential type of network security in today's world of
Internet. Firewall is a filter that prevents fraud websites from accessing your
computer and damaging the data. However, a firewall is not a great option for
securing the servers on the Internet because the main objective of a server is
granting access to unknown users to connect to various web pages.

Security Software

Along with firewall, try installing a good anti-virus and security software to
enhance the security level of your computer system.

Data Security

Threat

Although uncommon, hardware malfunction can prove to be a major threat to
your data in the computer. The life span of hard disks is always limited because
of surrounding factors and this can amount to a severe loss of all your files
saved on the disk, if there is no proper backup of those files made on any other
system.

Protection

Keep Backup

It is important to avoid data and information loss in case of hard disk crashes.
The only solution is to regularly keep backups of all the data on other media
such as magnetic tapes, CD-ROM, etc. It is a good practice to store the media
off-site and in case of a disk crash, restore the information from the backup
media onto the new disk. In case a backup media is not affordable, one should



try to store the files on at least two different media devices. These media devices
should be systematically kept at a place which is safe and secured, as the
information contained may be confidential. People usually have backup for
database files, spreadsheet files and large documents. As the technical
constraints are always there, it is better to take regular backups, in order to avoid
any loss of information.

Clean-up Software

Install a software program on your computer that will clear all the old, unused
files and registry keys. It will also help to detect malware and save your
computer from a severe damage caused by it. Keep your system in the loop of
latest updates and security alerts or else, it will become vulnerable to security
threats.

It is important to keep a record of technical support consultants and software
documentations, like manuals and guides to make them accessible to the staff
members of the company.

I1. Put 5 questions to the text.
Example: What main types of computer security do you know?

LESSON 2
I. Translate this text in writing:

HOW DOES A COMPUTER KEYBOARD WORK?

A computer keyboard is a hardware device that functions in accordance to the
instructions provided by the user. It comprises circuits, switches, and processors
that help in transferring keystroke messages to the computer.

Did You Know?

The current keyboard layout, or the QWERTY layout, which is based on the
layout of the typewriter keyboard, was designed not to increase the speed of
typing, but to slow it down, to avoid typewriters from jamming.

In today's technology-driven world, everyone is aware about computing, and
how to use a computer. We all know that the keyboard is an input device that
functions in accordance to the instructions of the user. Computer keyboards are
used for preforming various tasks, such as typing on a word processor or text
editor, accessing menus, and playing games. In this article, we take a closer look
at how computer keyboards work.

The Computer Keyboard Explained

The computer keyboard was modeled in the 1940s based on the technology of a
typewriter keyboard. In general, most computer keyboards contain 80 to 110
keys, depending on the OS, the manufacturer, or the application it is made for.



These include function keys, typing keys, numerical keys, and control keys.
Here is a picture of the most common type of computer keyboard.

In the picture, the top row (F1-F12) are the function keys, the second row are the
numerical or number keys, the 3rd, 4th, and 5th, rows are the typing keys, while
the last row contains the command keys.

In addition to these, a keyboard also contains other modifier keys, like Shift, and
a numerical pad on the right to make inputting numbers easier.

How Computer Keyboards Work

When you type, or press any keys on the keyboard, a processor analyzes the
position of the keys pressed, and sends this information to the computer, where
it is sent to something called the 'keyboard controller'. The keyboard controller
processes the information that is sent by the keyboard's processor, and, in turn,
sends it to the operating system. The OS then checks this data to analyze if it
contains any system level commands, like Ctrl+Shift+Esc, which is the keypress
to bring up the Task Manager. If such system level commands are present, the
computer executes them, if not, it forwards the information to the current
application. The application then checks if the keypresses relate to commands in
the application, like Ctrl+P, which is the keypress for the print command. Again,
if there are such commands, they are executed first, and if not, then these
keypresses are accepted as content or data. All of this happens in a fraction of a
second, so even if you press many keys, there is no lag in the system.

So, how are these keypresses detected? Well, to put it simply, keyboards use
switches and circuits to change keystrokes to a format the computer understands.
Every keyboard contains a processor that does the work of translating the
keystrokes, or the keys pressed, to the computer.

If you open a computer keyboard, you will see a small processing unit, and large
circuit board. It is this circuit board, along with the processor, that enables the
computer to understand what you are typing. This board, also known as the key
matrix, is placed under the keys, and is broken at a specific point under every
key, which results in making the circuit incomplete. When you press any
particular key, it completes this circuit, thus enabling the processor to determine
the location of the key that was pressed.

The key matrix under the keys has a corresponding chart or character map that is
stored in the read-only memory (ROM) of the computer. When you press a key,
the processor looks up the position of the circuit that was closed, or completed,
with the character map, and determines which key was pressed. All the keys are
mapped and stored in the memory. For example, in the character map, if just the
location of the 'x' key is determined to be pressed, then the resulting lower case
alphabet 'x' will be displayed or taken as a keypress, but if the locations of the
‘Shift' and 'x' keys have been determined to be pressed, then the resulting
uppercase character 'X' will be displayed or taken as a keypress.



Mechanical and capacitive are the two types of switches that are used to
complete circuits in keyboards. Some keyboards, instead of using the
mechanical process described above, use a capacitive process. In this process,
the circuit is not broken and current passes through it continuously. However,
each individual key has a plate attached to it that moves closer to the circuit
when pressed. This movement registers with the key matrix, causing a change in
the electric current flowing through the circuit. This change is then compared to
the character map, and the location of the key pressed is determined.

Mechanical switches include rubber dome switches, membrane switches, metal
contact switches, and foam element switches. Of these, rubber dome switches
are the most common, as they have a good tactile response and are fairly
resistant to spills and corrosion, in addition to being relatively inexpensive and
easy to manufacture.

Though there are various types of keyboards, like wireless, Bluetooth, and USB
keyboards, they all use the same principle, of completing a circuit to determine a
keypress, to work.

I1. Put 5 questions to the text.

Example: What is computer keyboard?

LESSON 3
I. Translate this text in writing:

ADVANTAGES AND DISADVANTAGES OF COMPUTER NETWORKS

A computer network is a set of electronically connected computers which can
share information and resources among themselves. There are communication
protocols that define how this sharing should take place.

Like every other technological prospect, computer networks come with its set of
advantages and disadvantages.

Advantages of Networks

File Sharing

The major advantage of a computer network is that is allows file sharing and
remote file access. A person sitting at one workstation that is connected to a
network can easily see files present on another workstation, provided he is
authorized to do so. This saves him/her the hassle of carrying a storage device
every time data needs to be transported from one system to another. Further, a
central database means that anyone on that network can access a file and/or
update it. If files are stored on a server and all of its clients share that storage
capacity, then it becomes easier to make a file available to multiple users.
Resource Sharing

Resource sharing is another important benefit of a computer network. For
example, if there are twelve employees in an organization, each having their



own computer, they will require twelve modems and twelve printers if they want
to use the resources at the same time. A computer network, on the other hand,
provides a cheaper alternative by the provision of resource sharing. All the
computers can be interconnected using a network, and just one modem and
printer can efficiently provide the services to all twelve users.

Inexpensive Set-Up

Shared resources mean reduction in hardware costs. Shared files mean reduction
in memory requirement, which indirectly means reduction in file storage
expenses. A particular software can be installed only once on the server and
made available across all connected computers at once. This saves the expense
of buying and installing the same software as many times for as many users.
Flexible Handling

A user can log on to a computer anywhere on the network and access his files.
This offers flexibility to the user as to where he should be during the course of
his routine. A network also allows the network administrator to choose which
user on the network has what specific permissions to handle a file. For example,
the network administrator can allot different permissions to User A and User B
for File XYZ. According to these permissions, User A can read and modify File
XYZ, but User B cannot modify the file. The permission set for User B is read-
only. This offers immense flexibility against unwarranted access to important
data.

Increased Storage Capacity

Since there is more than one computer on a network which can easily share files,
the issue of storage capacity gets resolved to a great extent. A standalone
computer might fall short of storage memory, but when many computers are on
a network, the memory of different computers can be used in such a case. One
can also design a storage server on the network in order to have a huge storage
capacity.

Disadvantages of Networks

Security Concerns

One of the major drawbacks of computer networks is the security issues that are
involved. If a computer is a standalone computer, physical access becomes
necessary for any kind of data theft. However, if a computer is on a network, a
hacker can get unauthorized access by using different tools. In case of big
organizations, various network security software need to be used to prevent theft
of any confidential and classified data.

Virus and Malware

If even one computer on a network gets affected by a virus, there is a possible
threat for the other systems getting affected too. Viruses can spread on a
network easily, because of the inter-connectivity of workstations. Moreover,
multiple systems with common resources are the perfect breeding ground for



viruses that multiply. Similarly, if malware gets accidentally installed on the
central server, all clients in the network that are connected to that server will get
affected automatically.

Lack of Robustness

If the main file server of a computer network breaks down, the entire system
becomes useless. If there is a central linking server or a bridging device in the
network, and it fails, the entire network will come to a standstill. In case of big
networks, the file server should be a powerful computer, which often makes
setting up and maintaining the system doubly expensive.

Needs An Efficient Handler

The technical skills and know-how required to operate and administer a
computer network is considerably high. Any user with just the basic skills
cannot do this job. Also, the responsibility that comes with such a job is high,
since allotting username-passwords and permissions to users in the network are
also the network administrator's duties. Similarly, network connection and
configuration is also a tedious task, and cannot be done by an average user who
does not have advanced knowledge of computers and/or networking.

Lack of Independence

Since most networks have a centralized server and dependent clients, the client
users lack any freedom whatsoever. Centralized decision making can sometimes
hinder how a client user wants to use his own computer.

Computer networks have had a profound effect on the way we communicate
with each other today, and have made our life easier. From the World Wide Web
to your local office LAN, computers have become indispensable in daily life,
and networks have become a norm in most businesses. If networks are designed
and configured keeping in mind its pros and cons, they are the best piece of
facility you could ever have.

I1. Put 5 questions to the text.

Example: What are the advantages of networks?

LESSON 4
I. Translate this text in writing:

HOW DOES FACEBOOK WORK?

Unlike other social networking websites, it may be difficult to find people with
the same kind of interests as you have. But Facebook is indeed, one of the best
networks to get in touch with long-lost friends. The original intention of
Facebook was to connect college students with each other, and let them stay in
touch. However, the website became so popular that today, anyone from any
part of the world can join it. You can use this website to chat with your friends,



date people, share pictures, spread any topic of interest, and meet new people.
Now that you have got a brief idea, let's take a look at how to get started.
Starting Up on Facebook

Facebook started out a virtual space created by Harvard freshman Mark
Zuckerberg as just something to help his friends communicate with each other.
On Facebook, you are able to create a homepage of your own and network with
millions of users all around the world. Once you become a member, you are
permitted to send an invitation to friends and relatives to join your network.
Once they have accepted your invitation, you can suggest the names of people in
your network to your newly added friends. Whenever you visit your homepage,
you can change and update your current status, and share whatever you are
doing with your friends. The best part is that your friends would be able to see
whatever you feel, and write to you the next time they log in. Moreover, they
can write a comment and send a private message on what they feel about your
update. Besides this, you can share website links and videos, and take a look at
the links, videos, and photos which your friend have posted. These can be seen
only by your selected group of friends. What's more, you could create a group
where people who share the same interests can join in, and have discussions.
Signing Up for Facebook

More than 60% of the total Facebook users are older than 35 years.The first step
to be a part of this mammoth social networking website is to sign up. You just
need to sign in your details like your name, birthday, gender, and your email
address. The email address is not published, and for security reasons, can only
be used to forward any messages which other people may have sent you. Once
you have filled all the information, click on the sign-up icon. A security code
appears (captcha code used to prevent spamming software) which you have to
enter in order to confirm your signing up. You will then get a confirmation of
your account in the email address you have provided.

How to Start Connecting With People

Facebook currently has more than a billion users, half of which log in at least
once a day.When you get the confirmation link that is sent to your email
address, you need to click on it, and once you do that, you'll be directed to the
'Getting Started' page. Facebook will immediately use the info that you gave it,
ranging from your school and/or college, your location, and if you've been
invited to join by someone you know, relevant contacts from their friends list.
Facebook has been programmed to ask whether you want it to search your
email's contact list. If you opt to go ahead and allow Facebook to search for
people, it would search for those people who are your email contacts, and will
check if they are on Facebook. If there is anyone on Facebook who is also there
in your email list, the website would suggest you those names. You can opt to



add them in the list of your friends, and have the freedom to not include anyone
you don't wish to.

Start Networking

If you know friends from your school or your colleagues who are already on
Facebook, you can add them by first searching for them and then sending an
invitation. They need to accept your invite and once accepted you can start
networking with them by sending messages, pictures, videos, etc. Moreover, it
gives you the option to add or ignore a person from being your friend. Once
these steps are done, it means you have successfully created a Facebook profile,
and are ready to keep in touch with your friends.

Keep Updating

Once you have created a profile, you can choose to keep it updated so that
people know what you have been up to. You can add photos (one profile picture
and then multiple albums/photos of anything that you want to show) and share
information which you want. You can also set preferences to as much or as little
information you want to share with people who are not in your list of friends.
The Intrinsic Workings of Facebook

Now that we know how Facebook works for us, here's what actually happens. A
little behind the scenes look at the back-end to front-end working of the biggest
social networking site on Earth.

To be concise, Facebook uses the all-powerful LAMP stack, a simple, open
source, and fast scaling stack that allows Facebook to do what it does. LAMP
basically stands for:

Linux

Apache

MySQL

PHP

What this means is that Facebook uses a stack, that acts as the entire front-end,
which communicates with the back-end (Facebook Headquarters) and the user to
give you what you want. You can draw parallels to any normal server like so:
Linux is the computer system kernel that forms the operating system. Linux is
preferred because it is faster, free (open source), and highly secure (almost
impervious to hacking attempts).

Apache is the FTTP server that Facebook uses Linux on.

MySQL is the database language. Facebook uses MySQL to segregate data
according to where on Earth it's coming from. This helps in keeping location
based information smooth and efficient.

PHP becomes the web programming language, on which the front-end of the site
Is built. Whatever parts of Facebook you see on your computer, are all made
using PHP.

Finally, Memcached becomes the RAM for Facebook. With truckloads of data
transactions happening between users every second, they need something that



will temporarily store data. Using Memcached makes the workload much lighter
on Facebook's front-end. All in all, everything that Facebook uses is free and
open sourced. Wikipedia is another website that uses the LAMP stack.

The back-end of Facebook uses a very simple need-based frame development
procedure to create something only when it's needed. For instance, if you were
to create a new group, it would be created instantly because of the fast need-
based programming. For its back-end, Facebook uses Thrift as its protocol,
Cassandra as the database management system, and Scribe as its data log server.
So, with Facebook, you can connect with your friends, family, and
acquaintances. You have the freedom to choose or ignore any person you want.
Once you know how to do this, you can enjoy and have a lot of fun out there.
You can also play a few games, such as Farmville, Mafia Wars, Crazy Taxi, and
many more. So go ahead and try it, chances are you'll enjoy it soon enough.

I1. Put 5 questions to the text.
Example: Who did start out Facebook?

LESSON 5
I. Translate this text in writing:
WHO INVENTED THE COMPUTER?

Ever wondered who invented the machine that allows you to read these very
words while listening to music, maintaining a social profile and shooting at a
bunch of terrorists, all at the touch of a button? Read on to know more about the
inventor of the computer.

The history of computers, in the literal sense as ‘computing machines’, can be
stretched back to abacuses, slide rules, and other similar calculators of the
ancient world. The first programmable computer was created by Charles
Babbage (December 26, 1791 - October 18 1871) in 1833.

Due to his invaluable invention, Babbage (shown in the adjoining image) is
considered the Father of the computer.

This early computer was nothing like the ubiquitous digital giants of today. In
fact, since neither electricity nor computer scripting languages had been
invented, Babbage's design was mechanical; it had to be operated by various
cranks and levers rather than simply pushing a button.

The image (below) shows Babbage's creation (click on the image for better
viewing).

Charles Babbage's father, Benjamin Babbage, was a rich businessman. Thus,
young Charles went to many prestigious schools and was home-tutored before



he went to Holmwood Academy in Enfield. This is where his romance with
mathematics began.

Later, he went to Peterhouse, Cambridge for further studies. At Peterhouse he
studied analytical philosophy and continued studying mathematics. He never
graduated with honors, and was conferred an honorary degree in mathematics
without examination.

Apart from being a gifted mathematician, Babbage was also a philosopher and
an avid amateur cryptographer. He was also reported to be heavily influenced by
the Indian system of logic.

Babbage noticed that the calculations made by the human ‘computers’, especially
regarding logarithms, were often incorrect. This gave him the idea of a machine
capable of doing the calculations, intrinsically without the human margin of
error. Ada Lovelace, who helped Babbage program his machine, is considered
as the first computer programmer in the world.

Interestingly, the history of programming itself doesn't begin with Babbage's
‘Analytical Engine'. The first programmable device in the world was actually a
loom! Invented by Joseph Marie Jacquard, the Jacquard Loom was the first ever
programmable machine.

The programming in both, the Jacquard loom and Babbage's computer, was
done through punched cards. Babbage also invented a mechanical forerunner of
the printer as the output device for his machine.

The adjoining illustration shows a man punching cards to be used to program the
loom (click on the image for better viewing).

The next leap forward in the history of computers came in the form of Konrad
Zuse and John Atanasoff's contemporaneous but varied designs. Atanasoff built
the first digital computer in the world using vacuum tubes -- the Atanasoff-Berry
Computer, laying the groundwork for what would become one of the most
useful and common devices in the world. However, Atanasoff's computer was
not programmable. On the other hand, Konrad Zuse had built a programmable
computer, known as the Z3, which was electromechanical, i.e, analog.

Despite the respective shortcomings of their designs, Atanasoff and Zuse are
both considered among the most important names in computer technology and,
due to the disparity between their designs, among the inventors of the computer
itself. George Stibitz is also considered among the inventors of the digital
computer.

The numerous input, output and peripheral devices attached to modern
computers were not part of these early designs. They were invented by the
following scientists:

Monitor (Cathode Ray Tube): Allen DuMont (1931)

Mouse: Douglas Engelbart (1963)

QWERTY Keyboard: Christopher Sholes (1867 - on typewriters)

Scanner: Giovanni Caselli / Edouard Belin (1858 / 1913)



Charles Babbage couldn't help tinkering with his designs, always striving for the
betterment of his devices. But constrained by the technology of the time, the
analytical engine never got to the level of sophistication Babbage desired. In
1991, a fully functioning model of his difference engine was constructed,
showing the prognostic inventor's true brilliance. The model also promoted
research into the possible applications of mechanical computing, which can be
very helpful in situations where digital computers cannot tolerate the physical
conditions. In 2011 British scientists initiated a project to build the analytical
engine to the best of Babbage's original designs, intended to be completed by
2021. That would indeed be a fitting tribute to the man who set the world on the
ongoing journey of unimaginable technological advancement.

With the escalating popularity and usability of the Internet, it is only normal that
issues like Internet security or Internet safety are being discussed. Other than
hackers and spammers, even pedophiles (online predators) and cyber-terrorists
are lurking on the Internet in search of easy prey. If you are wondering why
everybody is increasingly talking about Internet security and the need to ensure
Internet safety while surfing the virtual world, some information on the threats
that you are likely to face in the cyberspace will help you get rid of your doubts.
I1. Put 5 questions to the text.

Example: Who did invent the first programmable computer?

LESSON 6
I. Translate this text in writing:

WHY IS INTERNET SAFETY SO IMPORTANT?

There's nothing new about hackers breaking into systems, or fraudulent acts, like
identity theft and piracy, in the cyberspace. If at all there is something to be
worried about, it is the rate at which these things are happening of late and that's
why it's necessary to know why Internet safety is important.

In order to understand why you need to safeguard your privacy and maintain
Internet safety standards, it is very important to be aware of the dangers or risks
associated with unsecured Internet access. So let's discuss some of the most
common issues in Internet safety:

Unauthorized Network Access or Hacking

Unauthorized access is one of the major threats as far as Internet safety is
concerned. Network security consists of the provisions made in an underlying
computer network infrastructure to protect the network and the network-
accessible resources from unauthorized access. Hacking means people can get
unauthorized access to your account, computer, or network. Once they have the
access to your account, they have complete control over all your transactions,
and can misuse your account for illegal or objectionable purposes. A hacker



getting access to your online banking account is as good as a robber getting
access to your safe.

In March 2012, FBI Director, Robert Mueller revealed that hacking would
overshadow terrorism as the biggest threat for the nation in the near future.
While 50 per cent of the hacking cases in the US are attributed to hacktivism, a
whopping 40 per cent are attributed to cybercrimes.

Phishing, Email Frauds, and Spamming

Phishing refers to the cases of online scams wherein people fraudulently acquire
sensitive information by posing as a trustworthy entity via email or instant
messaging. Often this information can include your important financial as well
as personal contact details. The information can then be used for several illegal
purposes, which, in turn, can put you in trouble. At times, this information is
collected and sold to online advertisers as well. Online scams, which involve
requests for your bank account numbers, passwords, or any other sensitive
information, are a menace over the Internet. Spamming might be relatively
harmless, but it is just as annoying since it floods your mailbox with unwanted
advertising. Spammers are also likely to sell your address and phone numbers,
as a result of which you might end up getting bombarded with telemarketing
calls and snail mail at times.

RSA Security LLC, formerly known as RSA, is a reputed computer and network
security company based in the United States. If the data revealed by them in July
2012 is to be believed, the worldwide monetary losses from phishing alone
accounted for over US$687 million in the first half of 2012. Similarly, Google
Transparency Report reveals that the search engine giant flags around 10,000
websites as unsafe on a daily basis because of phishing and malware.

Sexual Abuse, Pedophiles, and Pornography

The Internet is not just flooded with illegal pornographic content, but is also full
of sexual predators on a lookout for easy prey. There are several cases of
pedophiles trapping children via chat and web cams, bullying them into meeting
in person, and abusing them. Internet pornography is a major threat for the
people who frequently keep on posting their photographs and videos over the
Internet, since these can be misused and even posted on pornographic sites.

In 1998, the National Center for Missing & Exploited Children started the
CyberTipline (1-800-843-5678) to help people report crimes against children.
Since its inception, it has received more than 1.7 million reports of suspected
child sexual exploitation. Furthermore, between 2004 and 2008, the law
enforcement agencies working on Internet Crimes Against Children recorded a
rise of 230 percent in the number of documented complaints of online
enticement.

Cyberterrorism - A Threat to National Security

Several government websites contain important information, which is either
uploaded over the Internet or stored in their database. These websites are



vulnerable to security threats since many people try to break into security
systems to access undisclosed matters of national importance. Almost every
major terror group uses the Internet today, primarily as a propaganda tool and
also as a means of communication. Cyber-terrorists can also bring down the
infrastructure, which is more or less dependent on the Internet today, to spread
panic in the world. While cyberterrorism is definitely a threat, criminal activities
(e.g. Internet extortion) and nuisance attacks (e.g. email bombing) are also
rampant in the virtual world.

Ways to Ensure Internet Safety

Secure Your Network

Taking into account how vulnerable we are to cybercrimes, having strong
firewall protection for the network is a must today. In case you want to secure
your network for your home PC, you need a basic firewall, anti-virus software,
anti-spyware software, and a robust password in case of wireless connections. In
case you have a medium business, you would need a strong firewall and all the
previously mentioned parameters with the addition of physical security and a
network analyzer. In case of large businesses, you would require stronger
Internet security software and security fencing in addition to the network
analyzers.

Be Responsible

Internet safety is not just about making your network secure, but is also about
being responsible when you are online. You should not upload your pictures and
videos on social networking sites that do not provide strong privacy settings.
Make sure that you go through the website's privacy policy and also resort to the
most stringent privacy settings for your social networking profile. Do not accept
friends/chat request from strangers. Anonymous surfing is yet another safety
measure that--though simple--can help you secure your Internet.

Make Internet Child-safe

It is safe to educate your children about the possible dangers of the Internet and
supervise their online activities for a while, but your children might get a wrong
impression if they realize that you are spying on their online activities. This is
where cyber security software and hardware come to you rescue. It is possible to
make Internet child-safe by using software which allows you block websites
which are not ideal for children. An even better option is to have a healthy
relationship with your children. It will help you discuss the dos and don'ts of the
Internet with them, without sounding preachy.

Internet safety or Internet security is an important issue that needs to be dealt
with for safeguarding the security and privacy over the World Wide Web. With
Internet security threats, like hacking, phishing, spyware and virus attacks,
identity thefts, cyberbullying, child pornography, etc., becoming commonplace,
it is high time you resort to smart-surfing and protect your computer and your
data online.



I1. Put 5 questions to the text.
Example: What is one of the major threats as far as Internet safety is
concerned?

LESSON 7
I. Translate this text in writing:

PEOPLE WITH DISABILITIES AND COMPUTER TECHNOLOGY
People with disabilities meet barriers of all types. However, computers are
helping to lower many of these bar-riers. As word processors have replaced
typewriters, electronic spreadsheets have replaced handwritten books, and on-
line services have supplemented telephone and written communication, disabled
students and employees who have computer access have become capable of
handling a wider range of activities independently. Although people with
disabilities face a variety of barriers to providing computer input, interpreting
output, and reading documentation, adaptive hardware and software have been
developed to provide functional alternatives to standard operations.

Mobility Impairments
Input

Equipment which provides flexibility in the positioning of monitors, keyboards,
documentation, and table tops is useful for many individuals with disabilities.
Plugging all computer components into power outlet strips with accessible
on/off switches makes it possible for some individuals to turn equipment on and
off independently.

Some adaptive hardware and software assist individuals with little or no use of
their hands in using a standard keyboard. Individuals who have use of one
finger, a mouth- or head-stick, or some other pointing device, can control the
computer by pressing keys with the pointing device. Software utilities can create
"sticky keys" that electronically latch the SHIFT, CONTROL, and other keys to
allow sequential keystrokes to input commands that normally require two or
more keys to be pressed simultaneously. The key repeat function can be disabled
for those who cannot release a key quickly enough to avoid multiple selections.
Keyboard guards (solid templates with holes over each key to assist precise
selection) can be used by those with limited fine motor control.

Sometimes repositioning the keyboard and monitor can enhance accessibility.
For example, mounting keyboards perpendicular to tables or wheelchair trays
and at head-height can assist individuals with limited mobility who use pointing



devices to press keys. Other simple hardware modifications can assist
individuals with mobility impairments. For example, disk guides can assist with
inserting and removing diskettes; a dedicated hard disk and/or computer network
access can eliminate or reduce the necessity to do so.

For individuals who need to operate the computer with one hand, left- and right-
handed keyboards are available. They provide more efficient key arrangements
than standard keyboards designed for two-handed users.

Some hardware modifications completely replace the keyboard and/or mouse for
individuals who cannot operate these standard devices. Expanded keyboards
(larger keys, spaced far apart) can replace standard keyboards for those with
limited fine motor control. Mini-keyboards provide access to those who have
fine motor control but lack a range of motion great enough to use a standard
keyboard. Track balls and specialized input devices can replace mice.

For those with more severe mobility impairments keyboard emulation is
available, including scanning and Morse code input. In each case, special
switches make use of at least one muscle over which the individual has
voluntary control (e.g., head, finger, knee, mouth). In scanning input, lights or
cursors scan letters and symbols displayed on computer screens or external
devices. To make selections, individuals use switches activated by movement of
the head, finger, foot, breath, etc. Hundreds of switches tailor input devices to
individual needs. In Morse code input, users input Morse code by activating
switches (e.g., a sip-and-puff switch registers dot with a sip and dash with a
puff). Special adaptive hardware and software translate Morse code into a form
that computers understand so that standard software can be used.

Voice input provides another option for individuals with disabilities. Speech
recognition systems allow users to control computers by speaking words and
letters. A particular system is "trained" to recognize specific voices. Special
software can further aid those with mobility impairments. Abbreviation
expansion (macro) and word prediction software can reduce input demands for
commonly-used text and keyboard commands. For example, word prediction
software anticipates entire words after several keystrokes and increases input
speed.

Output

Individuals with mobility impairments who have difficulty obtaining output
from printers may need assistance from others.



Documentation

On-screen help can provide efficient access to user guides for individuals who
are unable to turn pages in books.

Blindness
Input

Most individuals who are blind use standard keyboards, however Braille input
devices are available. Braille key labels assist with keyboard use.

Output

Voice output can be used to read screen text to blind computer users. Special
software programs "read" computer screens and speech synthesizers "speak" the
text. The availability of earphones for individuals using voice output systems
can reduce the distractions for others nearby.

Refreshable Braille displays allow line-by-line translation of the screen into
Braille on a display area where vertical pins move into Braille configurations as
screen text is scanned. Braille displays can be read quickly by those with
advanced Braille skills, are good for detailed editing (e.g., programming and
final editing of papers), and do not disrupt others in work areas because they are
quiet. Braille printers provide output for blind users.

Documentation

Scanners with optical character recognition can read printed material and store it
electronically on computers, where it can be read using voice synthesis or
printed using Braille translation software and Braille printers. Such systems
provide independent access to journals, syllabi, and homework assignments for
blind students. Some hardware and software vendors also provide Braille or
ASCII versions of their documentation to support blind users.

Low Vision
Input

Most individuals who have visual impairments can use standard keyboards, but
large print keytop labels are sometimes useful.

Output



Special equipment for individuals who are visually impaired can modify display
or printer output. Computer-generated symbols, both text and graphics, can be
enlarged on the monitor or printer, thereby allowing individuals with low vision
to use standard word processing, spreadsheet, electronic mail, and other
software applications. For individuals with some visual impairments, the ability
to adjust the color of the monitor or change the foreground and background
colors is also of value. For example, special software can reverse the screen
from black on white to white on black for people who are light sensitive. Anti-
glare screens can make screens easier to read. Voice output systems are also
used by people with low vision.

Documentation

Scanners with optical character recognition can read printed material and store it
electronically on computers, where it can be read using voice synthesis or
printed in large print. Some hardware and software vendors also provide large
print or ASCII versions of their documentation (continued in Lesson 8).

I1. Put 5 questions to the text.
Example: What can we use to read screen text to blind computer users?

LESSON 8
I. Translate this text in writing (continued):

PEOPLE WITH DISABILITIES AND COMPUTER TECHNOLOGY
(CONTINUED)

Hearing and/or Speech Impairments

Speech and hearing disorders alone do not generally interfere with computer
use. However, advanced speech synthesizers are close enough to human quality
to act as substitute voices and thus provide a compensatory tool for students who
cannot communicate verbally. Students with portable systems can participate in
class discussions once adapted computers provide them with intelligible
speaking voices. Word processing and educational software may also help
hearing impaired students develop writing skills.

Input

Students with hearing disabilities generally do not have special problems
inputting information with a standard keyboard and mouse.

Output



Alternatives to audio output can assist the hearing-impaired computer user. For
example, if the sound volume is turned to zero, a Macintosh computer will flash
the menu bar when audio output is normally used.

Documentation

Individuals with hearing impairments typically do not have difficulty using
standard written or on-screen documentation.

Specific Learning Disabilities

Educational software where the computer provides multi-sensory experiences,
interaction, positive reinforcement, individualized instruction, and repetition can
be useful in skill building. Some students with learning disabilities who have
difficulty processing written information, can also benefit from completing
writing assignments, tutorial lessons, and drill-and-practice work with the aid of
computers. For example, a standard word processor can be a valuable tool for
individuals with dysgraphia, an inability to produce handwriting reliably.

Input

Quiet work areas and ear protectors may make computer input easier for
individuals with learning disabilities who are hyper-sensitive to background
noise.

Software that aids in efficient and accurate input can also assist. Some people
can compensate for high rates of input errors by using spell checkers,
thesauruses, and grammar checkers. In addition, word prediction programs
(software that predicts whole words from fragments) have been used
successfully by students with learning disabilities. Similarly, macro software
which expands abbreviations can reduce the necessity to memorize keyboard
commands and can ease the entry of commonly-used text.

Output

Some learning disabled individuals find adaptive devices designed for those
with visual impairments useful. In particular, large print displays, alternative
colors on the computer screen, and voice output can compensate for some
reading problems. People who have difficulty interpreting visual material can
improve comprehension and the ability to identify and correct errors when
words are spoken or printed in large fonts.



Documentation

Some individuals with learning disabilities find it difficult to read. Computer
documentation provided in electronic forms can be used by enlarged character
and voice synthesis devices to make it accessible to those with reading
difficulties.

I1. Put 5 questions to the text.
Example: Do people with hearing disabilities have special problems related
to inputting information with a standard keyboard and mouse?
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