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1. IEPEJIMOBA

HopmatuBHa nucuururina "AHrmiiicekka MoBa" — BIIHOCHTBCS — JI0
FYMaHITapHOTO LMKIY OCBITHBO-KBadi(ikaliiHOTO piBHSA OakamaBp 1 €
CKJIAJIOBOI0O YaCTHUHOIO 3arajbHOOCBITHBOI miAroToBKH cryaeHTiB OJJEKY.
[IpakTuyHe BOJIOAIHHS AHIIIMCHKOIO MOBOIO € HEBIJ'€MHUM OpraHIYHUM
KOMIIOHEHTOM CYy4YacHOi MIArOTOBKH CHELIATICTIB BHUIIMMH HaBYAIbHUMU
3aknazaMu. [HO3eMHa MOBa y BHILOMY HaBYaJIbHOMY 3aKiajli ABISE COOOIO
CaMOCTIMHHMI Kypc, SIKUA Ma€e CBI 3MICT Ta CTPYKTYypy. 3arajlbHuUi oOcsar
HaByanbHOoro uyacy mns Il kypcy 3a (daxoM «KOMIT'IOTEpHI HayKH»
BU3HAYA€TbCI pOOOYMM HaBYAJIBHUM IUIAHOM Ta CTaHOBUTh &8 TOJUH
MPaKTUYHOI Ta 86 rOIMHU CaMOCTIHHOT POOOTH.

Mema BUBYEHHS 1HO3€MHOI MOBH Y HEMOBHOMY BYy31 - MIATOTYBaTH
CTYJIEHTa 10 YUTAHHS JITepaTypu 3a paxoM, CIUIKYBaHHS aHTIIMCHKOIO MOBOIO
B PI3HMX BHJIAaX MOBHOI JAISUIBHOCTI, MOXJIMBOCTI iI BUKOPUCTaHHS Yy
MPAKTUYHUX LLISAX.

3aragbHOOCBITHE 3HAYEHHS BUBUYEHHS AHTIIIMCHKOT MOBHM BHU3HAYAETHCS
TUM, HIO:

l. mopiBHSAHHS JBOX MOBHUX CHUCTEM - PIJIHOI Ta 1HO3EMHOT MOBH - MOTJIUOIIOE
(GUIONOT1YHI 3HAHHS CTYAEHTA, 3MYIIY€ OUIbII BAYMIIMBO CTaBUTHUCH J10
SIBUILL PIIHOT MOBH;

2. BUBYEHHS 1HO3€MHOI MOBHU CIpHS€ PO3BUTKY IMI3HABAJIBHOI Ta PO3yMOBOI
aKTUBHOCTI CTYJICHTA;

3. oTpuMaHa I1HO3EMHOIO MOBOIO 1H(OpPMAIsT MICTUTh PI3HOMAaHITHI (akTu
HAyKOBOTO CYCHUIBHO-MOJITUYHOIO Ta KpaiHO3HABUOIO XapakTepy, IIo
JI0TIOMArae CTyA€HTOBI pO3IINPIOBATH KPYT031p.

3aranbHOOCBITHS LIHHICTh BUBYEHHS 1HO3€MHOI MOBU YCBIIOMITIOETHCS
CTYJIEHTaMHU 32 YMOBH NMPABUIIbHOI OpraHi3aiii 3B'13KiB MK KYpCOM 1HO3EMHO1
MOBH Ta CHELIAIbHUMH AUCIUIUIIHAMU. Y Mpolieci HaBYaHHS 1HO3E€MHOI MOBHU
ycl BHJAM MOBHOI JISUIBHOCTI (YMTaHHS, MOBJICHHS, AayJIUIOBaHHS) TICHO
MOB'I3aH1 MK €000, X04Ya iX CIHIBBIAHOIIEHHS Ha PI3HUX €Tanax HaBYaHHS
pi3He, 10 3YMOBJEHO METOI Ta YMOBAaMHM HAaBYaHHS, a TaK0X Bi1IIHOCHOIO
CKJIQJTHICTIO BUJIIB MOBHOI JISTTBHOCTI, 1110 BUKOHYETHCS.

Ilpakmuyna 3uayumicmes BUBYEHHS AaHTIIINACBKOI MOBHU Yy BHILIOMY
HaBYAJIBLHOMY 3aKJIa/ll MOJISTAa€E B TOMY, 1[0 BOJIOJIHHS aHTJIIHCHKOI0 MOBOIO €:

- O3HAKOI BUCOKOTO Mpo(deciiiHOro Ta iHTeNeKTYyaJIbHOro piBHS (haxiBlig;
- MOXJIMBICTIO MMPOXOIXKEHHSI BAPOOHUYOT MPAKTUKHU 32 KOPAOHOM;
- MOXJIMBICTIO HABYaHHS Ta CTaXyBaHHS VY 3aKOPJIOHHUX

BUIIMX HABYAJIbHUX 3aKJIAJ1aX;

- TMPIOPUTETHUM IpalleBIaAIITYBaHHIM;
- HEOoOXIIHICTIO KOpUCTYBaHHs Internet




B pesynbpTaTi BUBYEHHsS JUCHUIUTIHM "AHTIiMchbka MoOBa" CTYIEHTHU
NMOBUHHI 3Hamu OCOONHUBOCTI (HDOHETHUYHOI, TpaMaTUYHOi, MOP(OJIOTIIHOI,
CUHTAKCUYHOI CTPYKTYpU aHTIIACHKOI MOBH, BIATIOBIAHY CHELIAIbHY JIEKCUKY
3a (haxom.

[Ticnst BUBYEHHSI TUCITUTUIIHY ,, AHTJIIAChKA MOBA" CTYJCHT Ma€ gMimuL.

- YHUTaTH, NepeKajiaTu Ta pedepyBaTu OpUTiHAIBHY JITEPATYpy 3a paxoM

JUIsL OTpUMaHHsI HeoOX1AHOT 1HpopMaIlii;

- OpaTu y4acTb B YCHOMY CHUIKYBaHHI 1HO3€MHOIO MOBOIO B 00CATY

Marepiany, neperdadyeHoro nporpamoro.

VY mpoueci AOCATHEHHS MPAKTHYHOI METH 3JIMCHIOIOTHCS OCBITHI Ta
BHUXOBHI 3aB/IaHHSI HABYAHHS 1HO3€MHOT MOBH.

KOHTpOsb MOTOYHMX 3HAHB BUKOHYETHCS Ha 0a3l KpeIUTHO-MOIYJIbHOI
CUCTEMHU oprasizauii HapyaHHs. [1iICYMKOBUM KOHTPOJIEM € €K3aMEH.

2. 3MICT PO3ALTY
Beryn

B yMoBax 3Ha4YHOTO PO3IMIMPEHHS MDKHAPOAHUX 3B'SA3KIB Y KpaiHU 3HAHHS
1HO3eMHHUX MOB CIeIllaiCTaMH PI3HUX rajgy3eid Hayku HaOyBalOTh OCOOJIMBOIO
3HaueHHs. OHe 3 TOJIOBHUX 3aB/IaHb SIKE CTABUTHCS MEpe] CTYyJEeHTaMU BUIIUX
3aKJIa/liB OCBITH YKpaiHU € MPAaKTUYHO - KOMYHIKATUBHE BOJIOAIHHS 1HO3EMHOIO
MOBOIO Ha mpodeciiiHoMy Ta moOyToBoMy piBHSIX. B mporeci mpakTU4HOTro
BOJIOJ[IHHSI 1HO3€EMHOIO MOBOIO OCHOBHHUH HAroJioc poOUTHCS Ha YCHE MOBJICHHS
K OCHOBHY BUXOBHY (hOpMYy MOBJIEHHEBOI AisuIbHOCTIL. Jlucbmose mogieHna —
YUTAHHIM 1 IUCbMOM CTYJIEHTH OBOJIO/IBAIOTh BXK€ Ha 0a3l 3aCBOEHOr0 YCHOTO
MOBJICHHS. YCHE MOBJIEHHSI € HE TUIBKM METOI0 HaBYaHHS, aje € 3aco0oM
JOCSITHEHHS 111€1 METH.

HaBuaHHs1 yciM BHUJaM MOBJIEHHEBOI AISUIBHOCTI BEJETHCS KOMILIEKCHO.
VYci BIIOMOCTI TEOPETUYHOTO XapakTepy 3 hoHemuku™® TEXHIKM YUTAHHS Ta
nepekiaay, rpamMaTHKd JaroThCs B MPOLECI MPAKTHUYHOI poboTH B 00'eMi
NOTpiIOHOMY 7151 HAOYBAaHHS CTYJE€HTaMU BIJIMOBITHUX YMIHb 1 HABUYOK.

3HayHa yBara B HaBYAJIbHOMY TMPOLECI BIOPOJOBXK BChOTO KYypCy
MPUAUISETHCS B IOCTAHOBIII BUMOBH, OCOOJIMBO 1HTOHAIIII.

I'pamamuuna cucmema 1HO3€MHOI MOBHU 3aCBOIOETHCS CTYAEHTaMHU 3a
JOTIOMOTOI0 IPAMaTUYHUX CTPYKTYP YCHOTO 1 MUCbMOBOTr0 MOBJIEHHS. [Topsinok
MOJIAHHS TPaMaTUYHUX CTPYKTYP BHU3HAYAETHCS MOCIIAOBHICTIO MOCTYIOBOTO
YCKJIaJHEHHs MaTepiaiy 1 3aJeXHOCT1 HOTo BiJl MOMEPEHBOI0 MaTepiay.

Jlekcuka - cioBa, CIIOBOCIIOJIYYEHHS 1 BUPa3Hu 3aCBOIOIOTHCS B MOBJICHHI B
iX IpUpPOAHOMY MaTepiai.

BinbHe cHiIKyBaHHS 1HO3EMHOKO MOBOIO MO>KJIMBO JIMILIE KOJU CTYJIEHTHU
OyIyTh MHUCIIUTH I[I€}0 MOBOIO. TOMY PO3BUTOK MHUCIIEHHSI 1HO3€MHOIO MOBOIO €




BKJIMBUM 3aBJaHHIM IPAKTUYHOTO KYPCY, 1110 3a0€3MeUy€eThCs YNCICHHUMU,
PI3HOMaHITHUMM MOBHHUMM OpPMTIIHAJbHMMHM BIpPaBaMH 1 CTBOPEHHS MOBHOI
aTMoc(epH Ha 3aHATTIX 11032 ayAUTOPHUH Yac.

3uannn:

o BHUMOBH YCIX 3BYKIB aHIJIIIIChKOi MOBM Ha PIBHI KOMYHIKaTHBHOT
I0oCTaTHOCTI (piBE€Hb PO30IPAMBOCTI JJIsI YCHOTO CHUIKYBaHHS) Ta
OCHOBHHUMH 1HTOHAI[IMHUMHU MOJIEIISIMU;

o 3aKOHOMIPHOCTEH aHTJIHCHKOI MOBH Y CIIIBCTABIICHHI 11 3 A1IOBOIO
YKPaiHCHKOIO MOBOIO;

o (hoHETHYHOr0, rpaMaTUYHOI0, JIEKCUYHOT0, MOP(}OIOTIHHOTO,
CUHTaKCUYHOTO MIHIMYMY MepeadadyeHoro mnporpamoro kadenpu
iHo3emMHuX MoB OJIEKY 3 aHrmiiichbKoi MOBH.

Bminna:

o BecTd Oeciy Ha OCHOBI TUIIOBUX CUTYyallIl JUIOBOTO CIUIKYBAaHHS, Y
3B'SI3KY 3 MPOUYUTAHUM 200 TPOCITYXaHUM;

o PpOOWTH TOBIJOMJICHHS Ha OCHOBI THIIOBUX CHTYaIllii AUIOBOTO
CIUIKYBaHHS, @ TAKOXX BUCIIOBIIOBATHUCS 3 MIPUBOLY MPOYUTAHOTO a00
IPOCITyXaHOrI'o;

o CaMOCTIHHO YMTATH (31 CIOBHMKOM) CYCHIJIbHO-TIOJITHYHI, HayKOBO-
MOMYJISIPHI TEKCTH, a TAKOX 3a (PaxoBy JITEPATYPY;

o CHpUIIMATH Ha CIOyX Mpu Oe3MocepelHbOMY CIUIKYBaHHI Ta ¥y

o 3BYKO3allMCy TEKCTH IMOOYyJOoBaHI B OCHOBHOMY Ha 3aCBOEHOMY
MOBHOMY Marepiai.

Cmpykmypa oucuyuniinu ,Auzninuceka moga'’. Po3nosin rpaMaTU4HOrO 1
JIEKCUYHOT'0 MaTepiajy B MeXax CEMECTpY, KUIbKOCTI TOJHH, SKi HEOOX1aH1 JIs
3aCBOEHHS MEBHUX TI'PaMATHUYHUX 1 JIEKCUMYHUX TEM CTYJAEHTaMU 3a04YHOTO
BigauieHHs Il xkypcy, Bu3HadaeThcs Kadeaporo 1HO3EMHUX MOB Yy POOOUMX
HaBYaJIbHUX MJIAaHaX Ha OCHOBI MPOTpaMu 3 1HO3EMHUX MOB. BuBuUeHHS Kypcy
po3paxoBaHe Ha 92 roauHU, 13 HUX 6 TOAUH ayJUTOPHUX 3aHATH, 86 TOAUH Ha
CaMOCTIHY pOOOTY CTY/ICHTIB.

JJ1st BAKOHaHHS! KOHTPOJIBHUX poOIT Tpeba BuBunTH Taki Temu III kypcy
3204HO1 (POpPMU HABUAHHS:
1. OcobnuBocTi nmepexnanay Buao-daconux Gopm aieciiB (Active Voice).
2. OcobnuBocTi nepekiany Buao-yacosux popm aiecinis (Passive Voice).
3. Oco6aMBOCTI NEepeKIaay MOJATbHUX JIECTIB
4. OcobnuBocCTi nepekany iHpIHUTUBA.
5. Ocob6nuBOCTI IEpeKIany JENPUKMETHHUKIB.
6. Oco61MBOCTI IEpEKIaAy repyHAIs



7. OcobnuBoCTi Mepekany AiechiB 3 micihs-moramu. OcoONMBOCTI MepeKsany
CYCHUTBHO-TIOJIITUYHOTO TEKCTY.

8. OcobmuBocTi Tepekyiany IMEHHUKIB 3 mnpuiiMeHHuKaMu. OcoOIMBOCTI
NepeKIIay CyCIiTbHO-TIOITHYHOTO TEKCTY.

9. OcoOnuBoCTI mnepekiagy NPUKMETHUKIB 3 NpuiiMeHHuKamu. llpaktuka y
nepeKIIaii.

10. IIpakTuka y nepexiaai CyCniabHO-MOMITUYHOIO TEKCTY Ta TEKCTY 3a (paxom.

JACTAHIIMHA ®OPMA HABUAHHSI

3riIHO 3 BUMOTaMU MOKPALIEHHS! HABYAJIBHOT'O MPOLIECY Ta BIPOBAKEHHS
HOBUX BHJIB Ta (opM HaBYaHHS, SKI, CEped IHIIOro, MalTh Ha METI
BUKOPUCTAaHHS MOro AUCTaHIIAHOT (OpMHU, CTYIEHTH MalOTh MOKJIUBICTb
BUKOHYBAaTH Ta HAJCWJIATH KOHTPOJIbHY POOOTY YaCTUHAMM 3TIIHO 3 HHUXKYE
HaBeJCHUM I'padiKoM.

I'padik BUKOHAHHSA KOHTPOJIBLHOI PO00TH

I 3aBnaHHs — BEepeCEHb-)KOBTEHb;
Il 3aBnanns — nucronan;

III 3aBnanHs — rpyaeHs;

IV 3aBgaHHsS — CIUCHB;

V 3aBnaHHS — JIFOTUM;

VI 3aBnanns — 6epe3eHb;

VII, VIII 3aBnaHHs — KBITEHb.

OPI'AHIBAIIA ITIOTOYHOI'O TA NIACYMKOBOI'O KOHTPOJIIO 3HAHb

[loTouHMII KOHTPOJIb 3AIMCHIOETBCA Ha TPOTI3i HABYAIBHOTO KYypCy
(cemecTpy) 3a HACTYMHUMH (POPMaAMH:

— MepeBipKa KOHTPOJIBHOI POOOTH, sIKa BUKOHYETbCS y MDKCECIHUMN

nepion;

— MepeBipka 3HaHb Ta BMiHb CTY/ACHTa TiJ Yac ayJUTOPHUX 3aHATH

MPOTATOM 3aJ1KOBO-€K3aMeHaIIiHO1 cecli.

MaxkcumanbHa cyma OaiiB, SKy MOKE€ OTPUMATH CTYACHT 3a KOXKHUH 3axXij
MOTOYHOTO KOHTPOJIIO HE PETIAMEHTYEThCS, a BU3HAYAEThCA BUKIagadeM. Cyma
MibKceciiiHoT Ta ceciiiHoi ouinku (OM + O3E) ckianmae 3araiabHy OIIHKY
MOTOYHOTO KOHTPOITIO.

CTymeHT BBaXKA€ThCS MAOMYIMIEHUM JO IMiJCYyMKOBOTO CEMECTPOBOTO
KOHTPOJTIO 3 KOHKPETHOT HaBUAIbHOI AUCIMILIIHY, SKIIO BiH BUKOHAB BCi BUIU
pOOIT MOTOYHOTO KOHTPOJIO, MependayeHi poOoYor0 HaBUAIBHOKO MPOrpaMoio
JTUCHUIUTIHA 1 HAOpaB 3a HAKOMUWYYBaJbHOK CUCTEMOIO CyMy OayliB HE MEHIIIE




50% Big MakCUMaJIbHO MOXIJIMBOI 3a JUCHUIUIIHY, CBOE€YACHO BHKOHAaB
MDKCECIHHI KOHTPOJIbHI poOOTH.

[1iICYMKOBUM KOHTPOJIEM € ICIHUT, a JOMYCKOM J0 ICIIUTY € HasBHICTh
KOHTpPOJIbHOT poboTu Ne 3.

B nucnumiini “Anrmiiicekka MoBa”, mo udTaeThes s cryaeHTiB 111
Kypcy 3a04HOi (hopmMu (HApsiM MIATOTOBKH — KOMIT'IOTEPHI HAYKH ) HAaBYaHHS Y
VI cemecTpi BUKOPUCTOBY€EThCA 1 KOHTpOJIbHA POOOTA Ta MEpeKaj] CyCluUIbHO-
MOJIITUYHOTO TeKeTy y 00csa3i 10 000 apyk. 3HaKIB 3 MPaKTUYHOI YaCTUHH, B
AKOCT1 (pOpMHU TOTOYHOTO KOHTPOJIO — ycHe onutyBaHHA. Lle Binmosinmae 1
3aJIIKOBOI OQWHMUIIL:

1 3aikoBa OJTUHHUIIS — 6 CEMECTP.

[loToyna Ta miACyMKOBa OLlIHKa 3HaHb CTYACHTIB 3/IMCHIOETHCS 3a
MOJIyJIbHO-HAKOITMYyBaIbHOIO CUCTEMOI0. MakcuManbHa cyma 0aiiB, SIKYy MOXe
HaOpatu cTyJeHT, ckiagae 100 OaniB, 3 HUX 3a KOHTPOJIbHY poboTy — 20 6aiis,
nepeKyial CyCHuIbHO-TIONITUYHOTO TeKCTy (Traszera) B 00csa31 10 Tucsd
IpYKOBaHUX 3HaKiB — 20 OaniB, 3 MpakTUYHOI YacTUHU — 60 OayiB. MiHIManbHa
cyma OaiiB, Ky MOXe HaOpaTu CTyAeHT, ckiamae 60 OamiB, 3 HUX 3a
KOHTPOJIbHY poOoTy — 20 0aniB, nepekiaa CyCHUIbHO-NOJIITUYHOTO TEKCTY
(razera) B 00csa31 10 THcsdy apykoBaHMX 3HaKkiB — 20 OamiB, 3 MPaKTHYHOI
gactuHu — 20 GaiB.

[IpakTHdHa YacTHMHA KypCY CKIIAMA€Tbes 3 2 3MICTOBHUX MOIYJIB, IO
BIIMOBIZA€ po3aiiaM poOovoi mporpaMu JIUCHUIUIIHM Ta CKIAJAEThCS 3
TEOPETHUYHOI Ta MPAKTUYHOI YacTHH. TeOpeTHYHa YacTHHA OLIHIOETHCSA 3a
HASBHICTIO MUCHMOBHUX KOHTPOJBHHUX POOIT, a MpaKkTUYHA — 3a pe3yJbTaTaMu
YCHOTO ONUTYBaHHS HA MPAKTUYHUX 3aHATTSX.

MonynbHO-HaKONUYyBadbHa CUCTEMA OLIIHKY 3HAHb CTYACHTA BKIIOYAE:
— CHCTEeMY OIliHIOBaHHS caMocTiitHO1 pobotu cryaeHta (CPC) y MixceciiHuit
nepioa (OM) (koHTposIbHA pOOOTA);
— cucremy ouiHioBaHHd CPC npu mnpoBeneHHI MNPaKTUYHUX —MOJYJIIB
JTUCHUIUTIHM 1T Yac 3a1ikoBo-ek3ameHoIliiHoi cecii (O3E);
— CHCTEMY HaKONMWYYBaJIbHOI TMiJACYMKOBOI OLIHKH 3aCBOEHHS CTYIEHTOM
HaBuanbHOI quctumuiinu (I10).
Hakonuyena mijicyMKoBa OLlIHKa 3aCBOEHHS CTYJEHTOM 3a04HOi (hopMu
HABYaHHS HABYAJIbHOT IMCIMIUTIHA PO3PAXOBYETHCS TaK:

110 = 0,50IIK + 0,2503E + 0,250M
ne:



OIIK — xinbkicHa oliHKa (y BIJACOTKax BiJ MaKCUMaJbHO MOXJIUBOI)
3ax0Ay MiJICYMKOBOT'O KOHTPOJIIO (icnum).

O3E — xuibkicHa omiHKa (y BIICOTKax BIiJ MaKCHUMaJbHO MO>KJIUBOT)
3axoA1iB koHTporo CPC mij yac mpoBeeHHS MPAKTUIHUX MOJTYITIB.

OM — xinbkicHa omiHkKa (y BIACOTKAaX BiJ MaKCHUMaJIbHO MOMJIMBOI)
3axoniB KoHTpoato CPC y mixceciitHuit nepio/.

[Ipu owuinmi 3axoniB kouTpodto CPC mig yac mpoBeleHHS MPaKTUUHHUX
moxyiiB (O3E) 3a mepion cecii ypaxoBYeThCS:

o PutMmiuHicTh poOOTH CTyIEHTAa HA MPOTA31 3aHATH (MPUCYTHICTH HOTO

Ha 3aHATTAX 32 PO3KIIATIOM).

o IloBHOTa Ta AKICTH PO3ZKPUTTS OKPEMHX TEM.

o Or1riHKa 3aXUCTy OKPEMUX PO3JUTIB Ta 3aBAaHb Y I1JIOMY.

Ouinka BukoHanHs CPC y wmibkceciiiHuii mepiog (OM), Bu3HAYa€eThCs
[NUIIXOM  TEPEeBIPKM  KOHTPOJBbHHUX  poOIT, TmepeadayeHux MporpaMmoro
JUCIUIUTIHY, TIPY BU3HAYEHH] SIKOT BPAXOBYETHCSI HACTYIIHE:

o BinnmoBimagbHICTh  KUIBKOCTI  KOHTPOJBHUX  pOOIT  HaBYaNbHIN

porpami.

o TepmiH mpeacTaBiaeHHS KOHTPOJIbHOI poOOTH (Ha MPOTA31 ceMecTpy,
nepea TOYaTKOM 3a1KOBO-eK3aMeHalliHoi cecii, Oe3mocepeHbo
nepes 1aTor KOHTPOIIOIUOTO 3aX01Y).

Odopmaenns koHTposbHOT podoTtu 3rigHo JOCTY.
o BinnoBigHicTh 3MICTY poOOTH 1i TEMI.
o OuiHKa 3aXHCTYy KOHTPOJbHOI POOOTH.

O

[TincymkoBuii cemectpoBuii koHTpoib (OIIK) mepenbawae nsi ¢popmu
OILIIHIOBAaHHS YCIIIIHOCTI 3aCBOEHHS CTYIEHTOM HAaBYaJbHOTO Marepiany
JUCIUIUIIHUA:

® KUIbKICHA OllIHKA (0ad YCIHIIIHOCTI);

® SKICHA OIlIHKA.

KinbkicHa ouinka (6aj ycmimHocTi) — 11€ BIZICOTOK, SIKUH CTaHOBHUTH
IHTerpajgbHa cyMa OaniB, OTPUMAHUX CTYJACHTOM Ha KOHTPOJIOIOYUX 3aXxoiax,
M0 BIAHOILIEHHIO /10 MAaKCHUMaJIbHO MOXJIMBOI CyMH OajiB, 110 BCTAHOBJICHA
po00UYOI0 MPOrpamMoI0 AUCIUILTIHMU.

SIkicHa omiHKa — 1€ OIlIHKA, SIKa BUCTABIISAETHLCS Ha IIJICTABl1 KIIBKICHOT
oliHkM (06an ycHilHOCTI) 3a Oynb-IKOIO SKICHOI Inkanow. Ha meil vac B
YHIBEPCUTET1 BUKOPUCTOBYETHCS YOTHPbOXOAJIbHA LKA IKICHUX OI[IHOK:

—  yomupvoxoéanvna (BIAMIHHO, NOOpE, 3aJ0BUILHO, HE3aJI0OBUIHLHO) —

st (opMU  CEMECTPOBOTO  KOHTPOJIIO Y BUIUIAJI CEMECTPOBOIO
ICIIUTY;

[lepexin Bim KUTbKICHOI OLIIHKU /10 SKICHOI OLIIHKU 31HCHIOETHCS 3TiTHO

«ITonoxeHHs Mpo Opraxizalilo caMOCTIHHOT POOOTH, MOTOYHUN Ta MIJCYMKOBUN



KOHTPOJIb 3HAaHb CTyAEHTIB B OJechkoMy Jep>KaBHOMY E€KOJOTI1YHOMY
YHIBEPCUTETI»:

Cyma 6ainiB SIxicHa OIIHKa 3 ICTIUTY
<60 HE3aJ0BUILHO
60-73,9 3aJI0BUIBLHO
74-89.,9 no0pe
90-100 BIAMIHHO

OPT'AHIBALIA ITPAKTUYHUX 3AHATDH

[Ticas mpakTHYHUX MOAYJIIB CTYICHTH MOBUHHI OBOJIOJIITH HACTYTHUMU
0a30BUMHU BMIHHAMU MA 3HAHHAMU:

- OXapaKTepu3yBaTH YMOBHHUM CIOCIO B aHTJIIHCHKINA MOBI;

- TOSICHUTHU CTPYKTYPY Ta OCOOJUBOCTI BAKMBAHHS TPHOX THUIIIB PEYEHB B
YMOBHOMY CIIOC001;

- TOSICHUTH BXKMBaHHS 1H(1HITUBA Ta HOTO (DOPM B aHTJIIHCHKIN MOBI;

- TOSICHUTH BXKMBAaHHS J1€EMPUKMETHUKOBUX 3BOPOTIB B aHTIIHCHKIN MOBI;

- YUTaTH, NepeKIaJlaTu Ta NepeKa3yBaTh TEKCTH CYCHIbHO-MOTITHYHOT
TEMaTUKH;

YUTATH, MIEPEKIIAaTH Ta MepeKa3yBaT TEKCTU 3a (paxoMm.




KOHTPOJIbHA POBOTA Ne 3
BAPIAHT Nel
I. Translate this text in writing:
Text TYPES OF COMPUTER SECURITY

Computer security is that branch of information technology which deals with the
protection of data on a network or a stand-alone desktop. As every organization
is dependent on computers, the technology of its security requires constant
development. Here are the different types of computer security.

Hardware Security

Threat

Even if the computer is not plugged into a network, a person can open its cabinet
and gain access to the hard drives, steal them and misuse or destroy the data
saved on them or, damage the device altogether. It is also necessary to
remember that in case one dissembles his computer hardware, the risk of losing
coverage of warranty becomes very high.

Protection

The security of computer hardware and its components is also necessary for the
overall protection of data. If a stand-alone system contains some important or
classified information, it should be kept under constant surveillance. Locking
system for a desktop and a security chain for a laptop are basic security devices
for your machine. Certain disk locks are available in various sizes, which control
the removal of the CPU cover protecting internal components of the system. For
example, you will find disk/tape drive lock, computer case lock with cable and
padlock, security cables, etc. A disk lock guards all the internal access points
located on the CPU and protects them.

Software Security

Network Security

Computer networks are an integral part of any organization these days, as they
facilitate the free flow of data and services to the authorized users. However,
such networks also pose a security threat in case the data is classified and
confidential, thus making network security a vital necessity.

Threats

As the data is available only for authorized users, it is possible for hackers to
pretend to be one, by providing the correct user name and password. Computer
network security can be disrupted or encroached in the following ways:

Denial of Service

Denial-of-service is meant to disable a computer or a network and can be
executed with limited resources. It is one of the most common forms of attacks
by hackers and can effectively disable the whole network of an organization.
Denial of service attack makes a computer resource unavailable to its intended
user. To carry out this kind of attack, hackers generally flood a network or the



access routers with bogus traffic. They also make attempts to disrupt
connections between two machines and prevent individuals from accessing a
service.

Trojan Horse

Trojan horse is common and one of the most potential threats to computer
security. They are malicious and security-breaking programs, disguised as
something which is considered as non-malicious by the security software. They
are a useful tool for hackers who try to break into private networks. Hackers
generally attach Trojan horse to a file, which triggers a virus or remotely
controlled software, giving the hacker complete control over the computer.
Viruses and Worms

Viruses and worms are well-known for their destructive nature and the property
of replicating themselves. They are basically pieces of computer program codes,
which are written by hackers and other computer geniuses.

Sniffing

Sniffing is the act of intercepting TCP/IP packets while they are getting
transferred on a network. The interception generally takes place through simple
eavesdropping done by a hacker.

Protection

Firewall

It is one of the most essential type of network security in today's world of
Internet. Firewall is a filter that prevents fraud websites from accessing your
computer and damaging the data. However, a firewall is not a great option for
securing the servers on the Internet because the main objective of a server is
granting access to unknown users to connect to various web pages.

Security Software

Along with firewall, try installing a good anti-virus and security software to
enhance the security level of your computer system.

Data Security

Threat

Although uncommon, hardware malfunction can prove to be a major threat to
your data in the computer. The life span of hard disks is always limited because
of surrounding factors and this can amount to a severe loss of all your files
saved on the disk, if there is no proper backup of those files made on any other
system.

Protection

Keep Backup

It is important to avoid data and information loss in case of hard disk crashes.
The only solution is to regularly keep backups of all the data on other media
such as magnetic tapes, CD-ROM, etc. It is a good practice to store the media
off-site and in case of a disk crash, restore the information from the backup
media onto the new disk. In case a backup media is not affordable, one should



try to store the files on at least two different media devices. These media devices
should be systematically kept at a place which is safe and secured, as the
information contained may be confidential. People usually have backup for
database files, spreadsheet files and large documents. As the technical
constraints are always there, it is better to take regular backups, in order to avoid
any loss of information.

Clean-up Software

Install a software program on your computer that will clear all the old, unused
files and registry keys. It will also help to detect malware and save your
computer from a severe damage caused by it. Keep your system in the loop of
latest updates and security alerts or else, it will become vulnerable to security
threats.

It is important to keep a record of technical support consultants and software
documentations, like manuals and guides to make them accessible to the staff
members of the company.

II. Put 5 questions to the text.
Example: What main types of computer security do you know?

KOHTPOJIbHA POBOTA Ne 3
BAPIAHT Neo2
I. Translate this text in writing:
Text HOW DOES A COMPUTER KEYBOARD WORK?

A computer keyboard is a hardware device that functions in accordance to the
instructions provided by the user. It comprises circuits, switches, and processors
that help in transferring keystroke messages to the computer.

Did You Know?

The current keyboard layout, or the QWERTY layout, which is based on the
layout of the typewriter keyboard, was designed not to increase the speed of
typing, but to slow it down, to avoid typewriters from jamming.

In today's technology-driven world, everyone is aware about computing, and
how to use a computer. We all know that the keyboard is an input device that
functions in accordance to the instructions of the user. Computer keyboards are
used for preforming various tasks, such as typing on a word processor or text
editor, accessing menus, and playing games. In this article, we take a closer look
at how computer keyboards work.

The Computer Keyboard Explained

The computer keyboard was modeled in the 1940s based on the technology of a
typewriter keyboard. In general, most computer keyboards contain 80 to 110
keys, depending on the OS, the manufacturer, or the application it is made for.



These include function keys, typing keys, numerical keys, and control keys.
Here is a picture of the most common type of computer keyboard.

In the picture, the top row (F1-F12) are the function keys, the second row are the
numerical or number keys, the 3rd, 4th, and 5th, rows are the typing keys, while
the last row contains the command keys.

In addition to these, a keyboard also contains other modifier keys, like Shift, and
a numerical pad on the right to make inputting numbers easier.

How Computer Keyboards Work

When you type, or press any keys on the keyboard, a processor analyzes the
position of the keys pressed, and sends this information to the computer, where
it is sent to something called the 'keyboard controller'. The keyboard controller
processes the information that is sent by the keyboard's processor, and, in turn,
sends it to the operating system. The OS then checks this data to analyze if it
contains any system level commands, like Ctrl+Shift+Esc, which is the keypress
to bring up the Task Manager. If such system level commands are present, the
computer executes them, if not, it forwards the information to the current
application. The application then checks if the keypresses relate to commands in
the application, like Ctrl+P, which is the keypress for the print command. Again,
if there are such commands, they are executed first, and if not, then these
keypresses are accepted as content or data. All of this happens in a fraction of a
second, so even if you press many keys, there is no lag in the system.

So, how are these keypresses detected? Well, to put it simply, keyboards use
switches and circuits to change keystrokes to a format the computer understands.
Every keyboard contains a processor that does the work of translating the
keystrokes, or the keys pressed, to the computer.

If you open a computer keyboard, you will see a small processing unit, and large
circuit board. It is this circuit board, along with the processor, that enables the
computer to understand what you are typing. This board, also known as the key
matrix, is placed under the keys, and is broken at a specific point under every
key, which results in making the circuit incomplete. When you press any
particular key, it completes this circuit, thus enabling the processor to determine
the location of the key that was pressed.

The key matrix under the keys has a corresponding chart or character map that is
stored in the read-only memory (ROM) of the computer. When you press a key,
the processor looks up the position of the circuit that was closed, or completed,
with the character map, and determines which key was pressed. All the keys are
mapped and stored in the memory. For example, in the character map, if just the
location of the 'x' key is determined to be pressed, then the resulting lower case
alphabet 'x' will be displayed or taken as a keypress, but if the locations of the
'Shift' and 'x' keys have been determined to be pressed, then the resulting
uppercase character 'X' will be displayed or taken as a keypress.



Mechanical and capacitive are the two types of switches that are used to
complete circuits in keyboards. Some keyboards, instead of using the
mechanical process described above, use a capacitive process. In this process,
the circuit is not broken and current passes through it continuously. However,
each individual key has a plate attached to it that moves closer to the circuit
when pressed. This movement registers with the key matrix, causing a change in
the electric current flowing through the circuit. This change is then compared to
the character map, and the location of the key pressed is determined.

Mechanical switches include rubber dome switches, membrane switches, metal
contact switches, and foam element switches. Of these, rubber dome switches
are the most common, as they have a good tactile response and are fairly
resistant to spills and corrosion, in addition to being relatively inexpensive and
easy to manufacture.

Though there are various types of keyboards, like wireless, Bluetooth, and USB
keyboards, they all use the same principle, of completing a circuit to determine a
keypress, to work.

II. Put 5 questions to the text.

Example: What is computer keyboard?

KOHTPOJIbHA POBOTA Ne 3
BAPIAHT Ne3

I. Translate this text in writing:
Text ADVANTAGES AND DISADVANTAGES OF COMPUTER
NETWORKS
A computer network is a set of electronically connected computers which can
share information and resources among themselves. There are communication
protocols that define how this sharing should take place.
Like every other technological prospect, computer networks come with its set of
advantages and disadvantages.
Advantages of Networks
File Sharing
The major advantage of a computer network is that is allows file sharing and
remote file access. A person sitting at one workstation that is connected to a
network can easily see files present on another workstation, provided he is
authorized to do so. This saves him/her the hassle of carrying a storage device
every time data needs to be transported from one system to another. Further, a
central database means that anyone on that network can access a file and/or
update it. If files are stored on a server and all of its clients share that storage
capacity, then it becomes easier to make a file available to multiple users.
Resource Sharing
Resource sharing is another important benefit of a computer network. For
example, if there are twelve employees in an organization, each having their



own computer, they will require twelve modems and twelve printers if they want
to use the resources at the same time. A computer network, on the other hand,
provides a cheaper alternative by the provision of resource sharing. All the
computers can be interconnected using a network, and just one modem and
printer can efficiently provide the services to all twelve users.

Inexpensive Set-Up

Shared resources mean reduction in hardware costs. Shared files mean reduction
in memory requirement, which indirectly means reduction in file storage
expenses. A particular software can be installed only once on the server and
made available across all connected computers at once. This saves the expense
of buying and installing the same software as many times for as many users.
Flexible Handling

A user can log on to a computer anywhere on the network and access his files.
This offers flexibility to the user as to where he should be during the course of
his routine. A network also allows the network administrator to choose which
user on the network has what specific permissions to handle a file. For example,
the network administrator can allot different permissions to User A and User B
for File XYZ. According to these permissions, User A can read and modify File
XYZ, but User B cannot modify the file. The permission set for User B is read-
only. This offers immense flexibility against unwarranted access to important
data.

Increased Storage Capacity

Since there is more than one computer on a network which can easily share files,
the issue of storage capacity gets resolved to a great extent. A standalone
computer might fall short of storage memory, but when many computers are on
a network, the memory of different computers can be used in such a case. One
can also design a storage server on the network in order to have a huge storage
capacity.

Disadvantages of Networks

Security Concerns

One of the major drawbacks of computer networks is the security issues that are
involved. If a computer is a standalone computer, physical access becomes
necessary for any kind of data theft. However, if a computer is on a network, a
hacker can get unauthorized access by using different tools. In case of big
organizations, various network security software need to be used to prevent theft
of any confidential and classified data.

Virus and Malware

If even one computer on a network gets affected by a virus, there is a possible
threat for the other systems getting affected too. Viruses can spread on a
network easily, because of the inter-connectivity of workstations. Moreover,
multiple systems with common resources are the perfect breeding ground for



viruses that multiply. Similarly, if malware gets accidentally installed on the
central server, all clients in the network that are connected to that server will get
affected automatically.

Lack of Robustness

If the main file server of a computer network breaks down, the entire system
becomes useless. If there is a central linking server or a bridging device in the
network, and it fails, the entire network will come to a standstill. In case of big
networks, the file server should be a powerful computer, which often makes
setting up and maintaining the system doubly expensive.

Needs An Efficient Handler

The technical skills and know-how required to operate and administer a
computer network is considerably high. Any user with just the basic skills
cannot do this job. Also, the responsibility that comes with such a job is high,
since allotting username-passwords and permissions to users in the network are
also the network administrator's duties. Similarly, network connection and
configuration is also a tedious task, and cannot be done by an average user who
does not have advanced knowledge of computers and/or networking.

Lack of Independence

Since most networks have a centralized server and dependent clients, the client
users lack any freedom whatsoever. Centralized decision making can sometimes
hinder how a client user wants to use his own computer.

Computer networks have had a profound effect on the way we communicate
with each other today, and have made our life easier. From the World Wide Web
to your local office LAN, computers have become indispensable in daily life,
and networks have become a norm in most businesses. If networks are designed
and configured keeping in mind its pros and cons, they are the best piece of
facility you could ever have.

II. Put 5 questions to the text.

Example: What are the advantages of networks?

KOHTPOJIbHA POBOTA Ne3
BAPIAHT Ne4
I. Translate this text in writing:
Text HOW DOES FACEBOOK WORK?

Unlike other social networking websites, it may be difficult to find people with
the same kind of interests as you have. But Facebook is indeed, one of the best
networks to get in touch with long-lost friends. The original intention of
Facebook was to connect college students with each other, and let them stay in
touch. However, the website became so popular that today, anyone from any
part of the world can join it. You can use this website to chat with your friends,
date people, share pictures, spread any topic of interest, and meet new people.
Now that you have got a brief idea, let's take a look at how to get started.



Starting Up on Facebook

Facebook started out a virtual space created by Harvard freshman Mark
Zuckerberg as just something to help his friends communicate with each other.
On Facebook, you are able to create a homepage of your own and network with
millions of users all around the world. Once you become a member, you are
permitted to send an invitation to friends and relatives to join your network.
Once they have accepted your invitation, you can suggest the names of people in
your network to your newly added friends. Whenever you visit your homepage,
you can change and update your current status, and share whatever you are
doing with your friends. The best part is that your friends would be able to see
whatever you feel, and write to you the next time they log in. Moreover, they
can write a comment and send a private message on what they feel about your
update. Besides this, you can share website links and videos, and take a look at
the links, videos, and photos which your friend have posted. These can be seen
only by your selected group of friends. What's more, you could create a group
where people who share the same interests can join in, and have discussions.
Signing Up for Facebook

More than 60% of the total Facebook users are older than 35 years.The first step
to be a part of this mammoth social networking website is to sign up. You just
need to sign in your details like your name, birthday, gender, and your email
address. The email address is not published, and for security reasons, can only
be used to forward any messages which other people may have sent you. Once
you have filled all the information, click on the sign-up icon. A security code
appears (captcha code used to prevent spamming software) which you have to
enter in order to confirm your signing up. You will then get a confirmation of
your account in the email address you have provided.

How to Start Connecting With People

Facebook currently has more than a billion users, half of which log in at least
once a day.When you get the confirmation link that is sent to your email
address, you need to click on it, and once you do that, you'll be directed to the
'Getting Started' page. Facebook will immediately use the info that you gave it,
ranging from your school and/or college, your location, and if you've been
invited to join by someone you know, relevant contacts from their friends list.
Facebook has been programmed to ask whether you want it to search your
email's contact list. If you opt to go ahead and allow Facebook to search for
people, it would search for those people who are your email contacts, and will
check if they are on Facebook. If there is anyone on Facebook who is also there
in your email list, the website would suggest you those names. You can opt to
add them in the list of your friends, and have the freedom to not include anyone
you don't wish to.

Start Networking



If you know friends from your school or your colleagues who are already on
Facebook, you can add them by first searching for them and then sending an
invitation. They need to accept your invite and once accepted you can start
networking with them by sending messages, pictures, videos, etc. Moreover, it
gives you the option to add or ignore a person from being your friend. Once
these steps are done, it means you have successfully created a Facebook profile,
and are ready to keep in touch with your friends.

Keep Updating

Once you have created a profile, you can choose to keep it updated so that
people know what you have been up to. You can add photos (one profile picture
and then multiple albums/photos of anything that you want to show) and share
information which you want. You can also set preferences to as much or as little
information you want to share with people who are not in your list of friends.
The Intrinsic Workings of Facebook

Now that we know how Facebook works for us, here's what actually happens. A
little behind the scenes look at the back-end to front-end working of the biggest
social networking site on Earth.

To be concise, Facebook uses the all-powerful LAMP stack, a simple, open
source, and fast scaling stack that allows Facebook to do what it does. LAMP
basically stands for:

Linux

Apache

MySQL

PHP

What this means is that Facebook uses a stack, that acts as the entire front-end,
which communicates with the back-end (Facebook Headquarters) and the user to
give you what you want. You can draw parallels to any normal server like so:
Linux is the computer system kernel that forms the operating system. Linux is
preferred because it is faster, free (open source), and highly secure (almost
impervious to hacking attempts).

Apache is the FTTP server that Facebook uses Linux on.

MySQL is the database language. Facebook uses MySQL to segregate data
according to where on Earth it's coming from. This helps in keeping location
based information smooth and efficient.

PHP becomes the web programming language, on which the front-end of the site
is built. Whatever parts of Facebook you see on your computer, are all made
using PHP.

Finally, Memcached becomes the RAM for Facebook. With truckloads of data
transactions happening between users every second, they need something that
will temporarily store data. Using Memcached makes the workload much lighter
on Facebook's front-end. All in all, everything that Facebook uses is free and
open sourced. Wikipedia is another website that uses the LAMP stack.



The back-end of Facebook uses a very simple need-based frame development
procedure to create something only when it's needed. For instance, if you were
to create a new group, it would be created instantly because of the fast need-
based programming. For its back-end, Facebook uses Thrift as its protocol,
Cassandra as the database management system, and Scribe as its data log server.
So, with Facebook, you can connect with your friends, family, and
acquaintances. You have the freedom to choose or ignore any person you want.
Once you know how to do this, you can enjoy and have a lot of fun out there.
You can also play a few games, such as Farmville, Mafia Wars, Crazy Taxi, and
many more. So go ahead and try it, chances are you'll enjoy it soon enough.

II. Put 5 questions to the text.
Example: Who did start out Facebook?

KOHTPOJIbHA POBOTA Ne3
BAPIAHT Ne5

I. Translate this text in writing:
Text WHO INVENTED THE COMPUTER?
Ever wondered who invented the machine that allows you to read these very
words while listening to music, maintaining a social profile and shooting at a
bunch of terrorists, all at the touch of a button? Read on to know more about the
inventor of the computer.
The history of computers, in the literal sense as 'computing machines', can be
stretched back to abacuses, slide rules, and other similar calculators of the
ancient world. The first programmable computer was created by Charles
Babbage (December 26, 1791 - October 18 1871) in 1833.
Due to his invaluable invention, Babbage (shown in the adjoining image) is
considered the Father of the computer.
This early computer was nothing like the ubiquitous digital giants of today. In
fact, since neither electricity nor computer scripting languages had been
invented, Babbage's design was mechanical; it had to be operated by various
cranks and levers rather than simply pushing a button.
The image (below) shows Babbage's creation (click on the image for better
viewing).
Charles Babbage's father, Benjamin Babbage, was a rich businessman. Thus,
young Charles went to many prestigious schools and was home-tutored before
he went to Holmwood Academy in Enfield. This is where his romance with
mathematics began.
Later, he went to Peterhouse, Cambridge for further studies. At Peterhouse he
studied analytical philosophy and continued studying mathematics. He never
graduated with honors, and was conferred an honorary degree in mathematics
without examination.



Apart from being a gifted mathematician, Babbage was also a philosopher and
an avid amateur cryptographer. He was also reported to be heavily influenced by
the Indian system of logic.

Babbage noticed that the calculations made by the human 'computers', especially
regarding logarithms, were often incorrect. This gave him the idea of a machine
capable of doing the calculations, intrinsically without the human margin of
error. Ada Lovelace, who helped Babbage program his machine, is considered
as the first computer programmer in the world.

Interestingly, the history of programming itself doesn't begin with Babbage's
'Analytical Engine'. The first programmable device in the world was actually a
loom! Invented by Joseph Marie Jacquard, the Jacquard Loom was the first ever
programmable machine.

The programming in both, the Jacquard loom and Babbage's computer, was
done through punched cards. Babbage also invented a mechanical forerunner of
the printer as the output device for his machine.

The adjoining illustration shows a man punching cards to be used to program the
loom (click on the image for better viewing).

The next leap forward in the history of computers came in the form of Konrad
Zuse and John Atanasoff's contemporaneous but varied designs. Atanasoff built
the first digital computer in the world using vacuum tubes -- the Atanasoff-Berry
Computer, laying the groundwork for what would become one of the most
useful and common devices in the world. However, Atanasoff's computer was
not programmable. On the other hand, Konrad Zuse had built a programmable
computer, known as the Z3, which was electromechanical, i.e, analog.

Despite the respective shortcomings of their designs, Atanasoff and Zuse are
both considered among the most important names in computer technology and,
due to the disparity between their designs, among the inventors of the computer
itself. George Stibitz is also considered among the inventors of the digital
computer.

The numerous input, output and peripheral devices attached to modern
computers were not part of these early designs. They were invented by the
following scientists:

Monitor (Cathode Ray Tube): Allen DuMont (1931)

Mouse: Douglas Engelbart (1963)

QWERTY Keyboard: Christopher Sholes (1867 - on typewriters)

Scanner: Giovanni Caselli / Edouard Belin (1858 / 1913)

Charles Babbage couldn't help tinkering with his designs, always striving for the
betterment of his devices. But constrained by the technology of the time, the
analytical engine never got to the level of sophistication Babbage desired. In
1991, a fully functioning model of his difference engine was constructed,
showing the prognostic inventor's true brilliance. The model also promoted
research into the possible applications of mechanical computing, which can be



very helpful in situations where digital computers cannot tolerate the physical
conditions. In 2011 British scientists initiated a project to build the analytical
engine to the best of Babbage's original designs, intended to be completed by
2021. That would indeed be a fitting tribute to the man who set the world on the
ongoing journey of unimaginable technological advancement.

With the escalating popularity and usability of the Internet, it is only normal that
issues like Internet security or Internet safety are being discussed. Other than
hackers and spammers, even pedophiles (online predators) and cyber-terrorists
are lurking on the Internet in search of easy prey. If you are wondering why
everybody is increasingly talking about Internet security and the need to ensure
Internet safety while surfing the virtual world, some information on the threats
that you are likely to face in the cyberspace will help you get rid of your doubts.
II. Put 5 questions to the text.

Example: Who did invent the first programmable computer?

KOHTPOJIbHA POBOTA Ne3
BAPIAHT Ne6
I. Translate this text in writing:
Text WHY IS INTERNET SAFETY SO IMPORTANT?

There's nothing new about hackers breaking into systems, or fraudulent acts, like
identity theft and piracy, in the cyberspace. If at all there is something to be
worried about, it is the rate at which these things are happening of late and that's
why it's necessary to know why Internet safety is important.

In order to understand why you need to safeguard your privacy and maintain
Internet safety standards, it is very important to be aware of the dangers or risks
associated with unsecured Internet access. So let's discuss some of the most
common issues in Internet safety:

Unauthorized Network Access or Hacking

Unauthorized access is one of the major threats as far as Internet safety is
concerned. Network security consists of the provisions made in an underlying
computer network infrastructure to protect the network and the network-
accessible resources from unauthorized access. Hacking means people can get
unauthorized access to your account, computer, or network. Once they have the
access to your account, they have complete control over all your transactions,
and can misuse your account for illegal or objectionable purposes. A hacker
getting access to your online banking account is as good as a robber getting
access to your safe.

In March 2012, FBI Director, Robert Mueller revealed that hacking would
overshadow terrorism as the biggest threat for the nation in the near future.
While 50 per cent of the hacking cases in the US are attributed to hacktivism, a
whopping 40 per cent are attributed to cybercrimes.

Phishing, Email Frauds, and Spamming



Phishing refers to the cases of online scams wherein people fraudulently acquire
sensitive information by posing as a trustworthy entity via email or instant
messaging. Often this information can include your important financial as well
as personal contact details. The information can then be used for several illegal
purposes, which, in turn, can put you in trouble. At times, this information is
collected and sold to online advertisers as well. Online scams, which involve
requests for your bank account numbers, passwords, or any other sensitive
information, are a menace over the Internet. Spamming might be relatively
harmless, but it is just as annoying since it floods your mailbox with unwanted
advertising. Spammers are also likely to sell your address and phone numbers,
as a result of which you might end up getting bombarded with telemarketing
calls and snail mail at times.

RSA Security LLC, formerly known as RSA, is a reputed computer and network
security company based in the United States. If the data revealed by them in July
2012 1s to be believed, the worldwide monetary losses from phishing alone
accounted for over US$687 million in the first half of 2012. Similarly, Google
Transparency Report reveals that the search engine giant flags around 10,000
websites as unsafe on a daily basis because of phishing and malware.

Sexual Abuse, Pedophiles, and Pornography

The Internet is not just flooded with illegal pornographic content, but is also full
of sexual predators on a lookout for easy prey. There are several cases of
pedophiles trapping children via chat and web cams, bullying them into meeting
in person, and abusing them. Internet pornography is a major threat for the
people who frequently keep on posting their photographs and videos over the
Internet, since these can be misused and even posted on pornographic sites.

In 1998, the National Center for Missing & Exploited Children started the
CyberTipline (1-800-843-5678) to help people report crimes against children.
Since its inception, it has received more than 1.7 million reports of suspected
child sexual exploitation. Furthermore, between 2004 and 2008, the law
enforcement agencies working on Internet Crimes Against Children recorded a
rise of 230 percent in the number of documented complaints of online
enticement.

Cyberterrorism - A Threat to National Security

Several government websites contain important information, which is either
uploaded over the Internet or stored in their database. These websites are
vulnerable to security threats since many people try to break into security
systems to access undisclosed matters of national importance. Almost every
major terror group uses the Internet today, primarily as a propaganda tool and
also as a means of communication. Cyber-terrorists can also bring down the
infrastructure, which is more or less dependent on the Internet today, to spread
panic in the world. While cyberterrorism is definitely a threat, criminal activities



(e.g. Internet extortion) and nuisance attacks (e.g. email bombing) are also
rampant in the virtual world.

Ways to Ensure Internet Safety

Secure Your Network

Taking into account how vulnerable we are to cybercrimes, having strong
firewall protection for the network is a must today. In case you want to secure
your network for your home PC, you need a basic firewall, anti-virus software,
anti-spyware software, and a robust password in case of wireless connections. In
case you have a medium business, you would need a strong firewall and all the
previously mentioned parameters with the addition of physical security and a
network analyzer. In case of large businesses, you would require stronger
Internet security software and security fencing in addition to the network
analyzers.

Be Responsible

Internet safety is not just about making your network secure, but is also about
being responsible when you are online. You should not upload your pictures and
videos on social networking sites that do not provide strong privacy settings.
Make sure that you go through the website's privacy policy and also resort to the
most stringent privacy settings for your social networking profile. Do not accept
friends/chat request from strangers. Anonymous surfing is yet another safety
measure that--though simple--can help you secure your Internet.

Make Internet Child-safe

It 1s safe to educate your children about the possible dangers of the Internet and
supervise their online activities for a while, but your children might get a wrong
impression if they realize that you are spying on their online activities. This is
where cyber security software and hardware come to you rescue. It is possible to
make Internet child-safe by using software which allows you block websites
which are not ideal for children. An even better option is to have a healthy
relationship with your children. It will help you discuss the dos and don'ts of the
Internet with them, without sounding preachy.

Internet safety or Internet security is an important issue that needs to be dealt
with for safeguarding the security and privacy over the World Wide Web. With
Internet security threats, like hacking, phishing, spyware and virus attacks,
identity thefts, cyberbullying, child pornography, etc., becoming commonplace,
it is high time you resort to smart-surfing and protect your computer and your
data online.

II. Put 5 questions to the text.
Example: What is one of the major threats as far as Internet safety is
concerned?



KOHTPOJIbHA POBOTA Ne3
BAPIAHT Ne7
I. Translate this text in writing:
Text DON’T BE A STRANGER.

Social media keep old friends close, but the Web used to be for strangers

The Internet of 2006 was not much different than it is today, mainly less: a bit
slower, sparser, less open for business, like your hometown before the strip mall
got put in. It was on this Internet that I met my best friend, Austin (not his real
name). I was taking some time off from college in Portland, Oregon and had
become an active member of a Portland-based online DIY community called
Urban Honking. Urban Honking featured a stable of blogs about studiedly
eclectic subjects like rap music, vegan cooking, and science fiction, but I spent
most of my time on the message board, where a few dozen mostly twenty-
somethings traded music recommendations and outlandish project ideas. At the
time I was making stupid comedy videos and I’d share them with Urban
Honking as I finished them. Austin was also an active Urban Honking poster,
and a few months after I joined he sent me an email from his Yahoo! Mail
account. Subscribe to TNI magazine for $2 and get TNI Vol. 13: <3 today.

“Hey dude,” Austin wrote, “I saw you on the UrHo message board and wanted
to get in touch because I like being funny and making videos.” When we met up
for a drink I found that Austin was about a foot taller and half a dozen years
older than me, rail-thin, heavily-bearded and married. Standing next to each
other, we formed the punch-line of a visual gag. We hit it off instantly, and he
remains one of my closest friends—a friendship which, now that I live across
the country in New York, largely exists through Gchat and email.

When someone asks me how I know someone and I say “the Internet,” there is
often a subtle pause, as if | had revealed we’d met through a benign but vaguely
kinky hobby, like glassblowing class, maybe. The first generation of digital
natives are coming of age, but two strangers meeting online is still suspicious
(with the exception of dating sites, whose bare utility has blunted most stigma).
What’s more, online venues that encourage strangers to form lasting friendships
are dying out. Forums and emailing are being replaced by Facebook, which was
built on the premise that people would rather carefully populate their online life
with just a handful of “real” friends and shut out all the trolls, stalkers, and
scammers. Now that distrust of online strangers is embedded in the code of our
most popular social network, it is becoming increasingly unlikely for people to
interact with anyone online they don’t already know.



Some might be relieved. The online stranger is the great boogeyman of the
information age; in the mid-2000s, media reports might have had you believe
that MySpace was essentially an easily-searchable catalogue of fresh victims for
serial killers, rapists, cyberstalkers, and Tila Tequila. These days, we’re warned
of “catfish” con artists who create attractive fake online personae and begin
relationships with strangers to satisfy some sociopathic emotional need. The
term comes from the documentary Catfish and the new MTV reality show of the
same name.

The technopanics over online strangers haunting the early social web were
propelled by straight-up fear of unknown technology. Catfish shows that the fear
hasn’t vanished with social media’s ubiquity, it’s just become as banal as the
technology itself. Each episode follows squirrelly millennial filmmaker Nev
Schulman as he introduces someone in real life to a close friend or lover they’ve
only known online. Things usually don’t turn out as well as it did for me and
Austin, to say the least. In the first episode, peppy Arkansas college student
Sunny gushes to Schulman over her longtime Internet boyfriend, a male model
and medical student named Jamison. They have never met or even video-
chatted, but Sunny knows Jamison is The One.

“The chance of us meeting, and the connection we built is really something—
once in a lifetime,” Sunny says. But when Schulman calls Jamison’s phone to
get his side of the story it’s answered by someone who sounds like a middle-
schooler pretending to be ten years older to buy beer at a gas station. Each detail
of Jamison’s biography is more improbable than the last. The only surprise
when Sunny and Schulman arrive at Jamison’s house in Alabama and learn that
the chiseled male model she fell for is actually a sun-deprived young woman
named Chelsea, is how completely remorseless Chelsea is about the whole
thing.

But Catfish isn’t a cautionary tale about normal people being victimized by
weirdos they meet on the Internet. By lowering the stakes from death or
financial ruin to heartbreak, Catfish can blame the victim as well as the
perpetrator. The hoaxes are so stupidly obvious from the beginning that it’s
impossible to feel empathy for targets like Sunny. Who’s really “worse” in this
situation: The lonely woman who pretends, poorly, to be a male model on the
Internet, or the one who plows time and energy into such an obvious fraud?
Catfish indicts the entire practice of online friendship as a depressing massively
multiplayer online game in which the deranged entertain the deluded. Catfish is
Jerry Springer for the social media age. Like the sad, bickering subjects of
Springer’s show, Sunny and Jamison deserve each other.



Catfish has struck such a nerve because it combines old fears of Internet
strangers with newer anxieties about the authenticity of online friendship.
Recently, an army of op-ed writers and best-selling authors have argued that
social media is degrading our real-life relationships. “Friendship is devolving
from a relationship to a feeling,” wrote the cultural critic William Deresiewicz
in 2009, “from something people share to something each of us hugs privately to
ourselves in the loneliness of our electronic caves.” Catfish‘s excruciating
climaxes dramatize this argument. We see what happens when people like
Sunny treat online friendships as if they’re “real,” and the end result is not
pretty, literally.Don’t miss Adrian moderating the <3 release panel “What Was
The Date?” on Feb. 25

Today’s skepticism of online relationships would have dismayed the early
theorists of the Internet. For them, the ability to communicate with anyone,
anywhere, from the privacy of our “electronic caves” was a boon to human
interaction. The computer scientist J.C.R. Licklider breathlessly foretold the
Internet in a 1968 paper with Robert W. Taylor, “The Computer as a
Communication Device”: He imagined that communication in the future would
take place over a network of loosely-linked “online interactive communities.”
But he also predicted that “life will be happier for the on-line individual,
because those with whom one interacts most strongly will be selected more by
commonality of interests and goals than by accidents of proximity.” The ability
to associate online with those we find most stimulating would lead to truer
bonds than real world relationships determined by arbitrary variables of
proximity and social class.

Obviously, we do not today live in a wired utopia where, as Licklider predicted,
“unemployment would disappear from the face of the earth forever,” since
everyone would have a job maintaining the massive network. But if Licklider
was too seduced by the transformative power of the Internet, today’s social
media naysayers are as well. To the Death of Friendship crowd, the Internet is a
poison goo that corrodes the bonds of true friendship through Facebook’s trivial
status updates and boring pictures of pets and kids. While good at selling books
and making compelling reality television, this argument misses the huge variety
of experience available online. Keener critics understand that our discontent
with Facebook can be traced back to the specific values that inform that site.
“Everything in it is reduced to the size of its founder,” Zadie Smith writes of
Facebook, “Poking, because that’s what shy boys do to girls they’re scared to
talk to. Preoccupied with personal trivia, because Mark Zuckerberg thinks the
exchange of personal trivia is what ‘friendship’ is.”

II. Put 5 questions to the text.

Example: What is the online stranger?



KOHTPOJIbHA POBOTA Ne3
BAPIAHT Ne§
I. Translate this text in writing:
Text DON’T BE A STRANGER (continued).

Instead of asking, “is Facebook making us lonely?” and aimlessly pondering Big
Issues of narcissism, social disintegration, and happiness metrics, as in a recent
Atlantic cover story, we should ask: What exactly is it about Facebook that
makes people ask if it’s making us lonely? The answer is in Mark Zuckerberg’s
mind; not Mark Zuckerberg the awkward college student, where Zadie Smith
finds it, but Mark Zuckerberg the programmer. Everything wrong with
Facebook, from its ham-fisted approach to privacy, to the underwhelming
quality of Facebook friendship, stems from the fact that Facebook models
human relations on what Mark Zuckerberg calls “The social graph.”

“The idea,” he’s said, “is that if you mapped out all the connections between
people and the things they care about, it would form a graph that connects
everyone together.”

Facebook kills Lidlicker’s dream of fluid “on-line interactive communities” by
fixing us on the social graph as surely as our asses rest in our chairs in the real
world. The social graph is human relationships modeled according to computer
logic. There can be no unknowns on the social graph. In programming, an
unknown value is also known as “garbage.” So Facebook requires real names
and real identities. “I think anonymity on the Internet has to go away,” explained
Randi Zuckerberg, Mark’s sister and Facebook’s former marketing director. No
anonymity means no strangers. Catfish wouldn’t happen in Zuckerberg’s ideal
Internet, but neither would mine and Austin’s serendipitous friendship.
Friendship on Mark Zuckerberg’s Internet is reduced to trading pokes and likes
with co-workers or old high school buddies.

“A computer is not really like us,” wrote Ellen Ullman, a decade before the age
of social media. “It is a projection of a very small part of ourselves; that portion
devoted to logic, order, rule and clarity.” These are not the values associated
with a fulfilling friendship.

But what if a social network operated according to a logic as different from
computer logic as an underground punk club is from a computer lab? Once upon
a time this social network did exist, and it was called Makeoutclub.com. Nobody
much talks about Makeoutclub.com these days, because in technology the only
things that remain after the latest revolution changes everything all over again is



the heroic myth of the champion’s victory (Facebook) and the loser’s cautionary
tale (MySpace). Makoutclub didn’t win or lose; it barely played the game.

Makeoutclub was founded in 2000, four years before Facebook, and is
sometimes referred to as the world’s first social network. It sprung from a
different sort of DIY culture than the feel-good Northwest indie vibes of Urban
Honking. Makeoutclub was populated by lonely emo and punk kids, founded by
a neck-tattooed entrepreneur named Gibby Miller, out of his bedroom in Boston.

The warnings of social disintegration and virtual imprisonment sounded by
today’s social media skeptics would have seemed absurd to the kids of
Makeoutclub. They applied for their account and filled out the rudimentary
profile in order to expand their identities beyond lonely real lives in
disintegrating suburban sprawl and failing factory towns. Makeoutclub was
electrified by the simultaneous realization of thousands of weirdos that they
weren’t alone.

With Makeoutclub, journalist Andy Greenwald writes in his book Nothing Feels
Good: Punk Rock, Teenagers, and Emo,

Kids in one-parking-lot towns had access not only to style (e.g., black, black
glasses), but also what books, ideas, trends, and beliefs were worth buzzing
about in the big cities. If, in the past, one wondered how the one-stoplight town
in Kansas had somehow birthed a true-blue Smiths fan, now subculture was the
same everywhere. Outcasts had a secret hideout. Makeoutclub.com was one-stop
shopping for self-makers.

As the name would suggest, Makeoutclub was also an excellent place to hook
up. But because it wasn’t explicitly a dating service, courtship on Makeoutclub
was free of OKCupid’s mechanical numbness. Sex and love were natural
fixations for a community of thousands of horny young people, not a
programming challenge to be solved with sophisticated algorithms.

About three years before I met my funny friend Austin on Urban Honking in
Portland, Austin met his wife on Makeoutclub.com. Austin told me he joined in
2001 when he was 21 years old, “because it was easy to do and increased my
chance of meeting a cute girl I could date.” You could search users by location,
which made it easy to find someone in your area. (On Facebook, it’s impossible
to search for people without being guided to those you are most likely to already
know; results are filtered according to the number of mutual friends you have.)



Austin would randomly message interesting-seeming local women whenever he
came back home from college and they’d go on dates that almost invariably
ended in no making out. In the real world, Austin was awkward.

Makeoutclub brought people together with a Lickliderian common interest, but
it didn’t produce a Lickliderian utopia. It was messy; crews with names like
“Team Vegan and “Team Elitist Fucks” battled on the message board, and
creeps haunted profiles. But since anyone could try to be an intriguing stranger,
the anonymity bred a productive recklessness. One night, around 2004, Austin
was browsing Makeoutclub when he found his future wife. By this time, he’d
graduated college and moved to Norway on a fellowship, where he fell into a
period of intense loneliness. He’d taken again to messaging random women on
Makeoutclub to talk to, and that night he messaged Dana, a Canadian who had
caught his eye because she was wearing an eye patch in her profile picture.
Subscribe to TNI magazine for $2 and get TNI Vol. 13: <3 today.

“I had recently made a random decision that if I met a girl with a patch over her
eye, I would marry her,” Austin told me. “I don’t know why I made this
decision, but at the time I was making lots of strange decisions.” He explained
this to Dana in his first message to her. They joked over instant messenger for a
few days, but after a while their contact trailed off.

Months later, after Austin had moved from Norway to New York City, he
received a surprising instant message from Dana. It turned out that Dana had
meant to message another friend with a similar screenname to Austin’s. They
got to chatting again, and Dana said she’d soon be taking a trip to New York
City to see the alt-cabaret group Rasputina play. Dana and Austin met up the
night before she was supposed to return to Canada. They got along. Dana slept
over at Austin’s apartment that night and missed her flight. When Dana got back
to Canada they kept in touch, and within a few weeks, Austin asked her to marry
her. Today, they’ve been married for over eight years.

Dana and Austin’s relationship, and mine and Austin’s friendship, shows the
Licklider dream was not as naive as it appears now at first glance. If you look to
online communities outside of Facebook, strangers are forging real and complex
friendships, despite the complaints of op-ed writers. Even today, I’ve met some
of my best friends on Twitter, which is infinitely better at connecting strangers
than Facebook. Unlike the almost gothic obsession of Catfish’s online lovers,
these friendships aren’t exclusively online—we meet up sometimes to talk about
the Internet in real life. They are not carried out in a delusional swoon, or by
trivial status updates.



These are not brilliant Wordsworth-and-Coleridge type soul-meldings, but they
are not some shadow of a “real” friendship. Internet friendship yields a
connection that is selfconsciously pointless and pointed at the same time: Out of
all of the millions of bullshitters on the World Wide Web, we somehow found
each other, liked each other enough to bullshit together, and built our own
Fortress of Bullshit. The majority of my interactions with online friends is
perpetuating some injoke so arcane that nobody remembers how it started or
what it actually means. Perhaps that proves the op-ed writers’ point, but this has
been the pattern of my friendships since long before I first logged onto AOL,
and [ wouldn’t have it any other way.

Makeoutclub isn’t dead either, but it seems mired in nostalgia for its early days.
This past December, Gibby Miller posted a picture he’d taken in 2000 to
Makeoutclub’s forums — it was the splash image for its first winter. It’s a
snowy picture of his Boston neighborhood twelve years ago, unremarkable
except for the moment of time it represents.

“This picture more than any other brings me back to those days,” Miller wrote in
the forum. “All ages shows were off the hook, ‘IRL’ meetups were considered
totally weird and meeting someone online was unheard of, almost everyone had
white belts and dyed black Vulcan cuts.”

At least the Vulcan cuts have gone out of style.

II. Put 5 questions to the text.
Example: When did Dana and Austin meet up?

KOHTPOJIbHA POBOTA Ne3
BAPIAHT Ne9
I. Translate this text in writing:
Text SPAM + BLOGS = TROUBLE

I am aware that spending a lot of time Googling yourself is kind of narcissistic,
OK? But there are situations, I would argue, when it is efficiently — even
forgivably — narcissistic. When 1 published a book last year, I wanted to know
what, if anything, people were saying about it. Ego-surfing was the obvious way
to do that. Which is how I stumbled across Some Title.

Some Title identified itself as a blog but obviously wasn't one. Here, reprinted in
its entirety, is the paragraph from the site that mentioned me:



Show Disputed Vinland Map Was Made Half Century Before Columbus Trip
Audio/Video Columbus: Secrets From The Grave quot;The Last Voyage of
Columbus quot;: An Epic Tale Charles Mann's quot;1491 quot; (Audio

In orthodox bloggy style, the paragraph linked to another Web page. When I
clicked on the link, I was confronted with more gibberish: "Below," it stated,
"you will find some grave robbing in ventura california 1985 news that's
relevant for today."

Blogs like Some Title are known as "splogs" — spam blogs. Like email spam,
splogs use the most wonderful features of networked communication — its
flexibility, easy access, and low cost — in the service of sleazy get-rich-quick
schemes. But whereas email spammers try to induce recipients to buy products,
sploggers and other Web spammers make most of their money by getting
viewers to click on ads that run adjacent to their nonsensical text. Web page
owners — the spammer, in this case — get paid by the advertiser every time
someone clicks on an ad.

Some Title's creator had almost certainly assembled the site by using software
that hops from Web page to Web page, automatically copying text that includes
potential search terms. (My name and my book's title had been included
incidentally, because they appeared in a review or blog that happened to contain
keywords sought by the spammer.) Sploggers don't care if the resulting Web
pages are garbled; the point is to churn them out chockablock with terms that
people might use in search queries, leading them to visit the pages and click (ka-
ching!) on the ads.

Just as the proliferation of email spam constantly threatens to inundate email
providers, the explosion of blog spam is a besetting problem for the blog
industry. Like most people who poke around the blogosphere, I had occasionally
encountered splogs before. But over the months that I monitored the reaction to
my book, they seemed to be rising in number. More and more of the blogs and
Web sites that mentioned my book — or any other topic, for that matter — were
spam. Some 56 percent of active English-language blogs are spam, according to
a study released in May by Tim Finin, a researcher at the University of
Maryland, Baltimore County, and two of his students. "The blogosphere is
growing fast," Finin says. "But the splogosphere is now growing faster."

To Jason Goldman, product manager for Google's Blogger hosting service, "the
ever-increasing number of splogs is a significant problem that we have to
combat." No search engine wants users looking for information about, say, auto
repair to click on a promising link and end up on a page filled with jabberwocky
or a collection of advertisements. Nor does any blog host want to waste its



resources and trash its reputation by providing a home to spammers. A recent
survey by Mitesh Vasa, a Virginia-based software engineer and splog
researcher, found that in December 2005, Blogger was hosting more than
100,000 sploggers. (Many of these are likely pseudonyms for the same people.)

Google, Goldman promises, is paying serious attention to the problem. It should
be: The pay-per-click advertising that accounts for most of Google's income
(and, increasingly, for the incomes of Yahoo and MSN Search, the two other big
search engines) has become an irresistible magnet for hucksters, con artists, and
chiselers. "The three main search engines are gateways to a huge percentage of
the US and world economy," says Anil Dash, a vice president of the blog-
hosting company Six Apart. "If your Web site appears high up on their results,
thousands or millions of people will go to it." If even a small fraction of those
people click on the ads on that site, "you're going to make a lot of money" — and
sploggers are going after it.

Because the ad money is effectively available only to Web sites that appear in
the first page or two of search results, spammers devote enormous efforts to
gaming Google, Yahoo, and their ilk. Search engines rank Web sites in large
part by counting the number of other sites that link to them, assigning higher
placement in results to sites popular enough to be referred to by many others. To
mimic this popularity, spammers create bogus networks of interconnected sites
called link farms. Blogs — most of which are in essence little more than
collections of links with commentary — are particularly useful elements in them.
The result, Dash says, "is what you'd expect: The blogosphere is increasingly
polluted by spam."

The mess may have consequences beyond the blogosphere, though. Blogs are
the leading edge of what is often called Web 2.0, the vision of the Internet as a
bottom-up, communal platform for data of all sorts that is generated and
continually updated by its users: the image-sharing sites Flickr and YouTube,
the social bookmarking destination del.icio.us, the collaborative online
encyclopedia Wikipedia, the user-generated Slashdot rival digg, and publicly
viewable online calendars like Kiko and CalendarHub. Unfortunately, the very
openness and ease of use that make these Web 2.0 sites popular will inevitably
make them perfect targets for spammers, says Matt Mullenweg, developer of the
popular WordPress blogging system. "Extreme vulnerability to spam," he says,
is a defining characteristic of Web 2.0, and splogs are its first manifestation.

People in the industry disagree about how to beat back spam, or whether it can
even be done. But there's no dispute that if the blogosphere and the rest of Web
2.0 can't find a way to stop the sleazeballs who are enveloping the Net in a haze



of babble and cheesy marketing, then the best features of Web 2.0 will be turned
off, and it will go the way of Usenet, which was driven to desuetude by spam.

Some Title, the splog that commandeered my name, was created by Dan
Goggins, the proud possessor of a 2005 master's degree in computer science
from Brigham Young University. Working out of his home in a leafy
subdivision in Springville, Utah, Goggins, his BYU friend and partner, John
Jonas, and their handful of employees operate "a few thousand" splogs. "It's not
that many," Goggins says modestly. "Some people have a lot of sites." Trolling
the Net, I came across a PowerPoint presentation for a kind of spammers'
conference that details some of the earnings of the Goggins-Jonas partnership.
Between August and October of 2005, they made at least $71,136.89.

II. Put 5 questions to the text.
Example: What features of networked communication do the splogs use?

KOHTPOJIbHA POBOTA Ne3
BAPIAHT Nel0
I. Translate this text in writing:
Text VIRUSES ARE GOOD FOR YOU

Spawn of the devil, computer viruses may help us realize the full potential of the
Net.
What scares you most about getting that virus?

Is it the prospect of witnessing your system's gradual decay, one nagging
symptom following another until one day the whole thing comes to a halt? Is it
the self-recrimination, all the useless dwelling on how much easier things would
have been if only you'd protected yourself, if only you'd been more careful about
whom you associated with?

Or is it not, in fact, something deeper? Could it be that what scares you most
about the virus is not any particular effect it might have, but simply its assertive,
alien presence, its intrusive otherness? Inserting itself into a complicated
choreography of subsystems all designed to serve your needs and carry out your
will, the virus hews to its own agenda of survival and reproduction. Its oblivious
self-interest violates the unity of purpose that defines your system as yours. The
virus just isn't, well, you. Doesn't that scare you?



And does it really matter whether the virus in question is a biological or an
electronic one? It should, of course. The analogy that gives computer viruses
their name is apt enough to make comparing bioviruses and their digital analogs
an interesting proposition, but it falls short in one key respect. Simply put, the
only way to fully understand the phenomenon of autonomously reproducing
computer programs is to take into account their one essential difference from
organic life forms: they are products not of nature but of culture, brought forth
not by the blind workings of a universe indifferent to our aims, but by the
conscious effort of human beings like ourselves.

Why then, after a decade of coexistence with computer viruses, does our default
response to them remain a mix of bafflement and dread? Can it be that we
somehow refuse to recognize in them the traces of our fellow earthlings' shaping
hands and minds? And if we could shake those hands and get acquainted with
those minds, would their creations scare us any less?

These are not idle questions. Overcoming our fear of computer viruses may be
the most important step we can take toward the future of information processing.
Someday the Net will be the summation of the world's total computing
resources. All computers will link up into a chaotic digital soup in which
everything is connected - indirectly or directly - to everything else. This coming
Net of distributed resources will be tremendously powerful, and tremendously
hard to harness because of its decentralized nature. It will be an ecology of
computing machines, and managing it will require an ecological approach.

Many of the most promising visions of how to coordinate the far-flung
communication and computing cycles of this emerging platform converge on a
controversial solution: the use of self-replicators that roam the Net. Free-
ranging, self-replicating programs, autonomous Net agents, digital organisms -
whatever they are called, there's an old fashion word for them: computer viruses.

Today three very different groups of heretics are creating computer viruses.
They have almost nothing to do with each other. There are scientists interested
in the abstract behaviors of self-replicating codes, there are developers interested
in harnessing the power of self-replicating programs, and there are unnamed
renegades of the virus-writing underground.

Although they share no common experience, all these heretics respect a
computer virus for its irrepressible mobility, for the self-centered autonomy it
wrests from a computer environment, and for the surprising agility with which it
explores opportunities and possibilities. In short, virus enthusiasts relate to the
virus as a fascinating and powerful life form, whether for the fertile creation of



yet more powerful digital devices, as an entity for study in itself, or, in the case
of one renegade coder, for reckless individual expression.

Getting a buzz from the Vx

One computer virus writer in his early 20s lives on unemployment checks in a
white, working-class exurb of New York City. He tends to spend a fair amount
of his leisure time at the local videogame arcade playing Mortal Kombat II, and
would prefer that you didn't know his real name. But don't let the slacker resume
fool you: the only credential this expert needs is the pseudonym he goes by in
the computer underground: Hellraiser.

Hellraiser is the founding member of the world-renowned virus-writers' group
Phalcon/Skism. He is also creator of 40Hex, an electronic zine whose lucid
programming tips, hair-raising samples of ready-to-run viral code, and trash-
talking scene reports have done more to inspire the creation of viruses in this
country than just about anything since Robert Morris Jr.'s spectacularly
malfunctional worm nearly brought down the Internet.

And as if all this weren't enough, Hellraiser also comes equipped with the one
accessory no self-respecting expert in this cantankerous field can do without -
his very own pet definition of computer viruses. Unlike most such definitions,
Hellraiser's is neither very technical nor very polemical, and he doesn't go out of
his way to make it known. "Sure," he'll say, with a casual shrug, as if tossing
you the most obvious fact in the world: "Viruses are the electronic form of
graffiti."

Which would probably seem obvious to you too, if you had Hellraiser's personal
history. For once upon his teenage prime, Hellraiser was also a hands-on expert
in the more traditional forms of graffiti perfected by New York City youth in the
1980s. Going by the handle of Skism, he roamed the city streets and train yards
with a can of spray paint at the ready and a Bronx-bred crew of fellow "writers"
at his side, searching out the sweet spots in the transit system that would give his
tag maximum exposure - the subway cars that carried his identity over the rails,
the truck trailers that hauled it up and down the avenues, and the overpasses that
announced it to the flow of travelers circulating underneath.

In other words, by the time Hellraiser went off to college and developed a
serious interest in computers, he was already quite cozy with the notion of
infiltrating other people's technology to spread a little of himself as far and wide
as possible. So when he discovered one day that his PC had come down with a
nasty little digital infection, his first thought was not, as is often customary, to
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curse the "deviant hackers," "sociopaths," and "assholes" who had written the
program, but to marvel at the possibilities this new infiltration technique had
opened up. Street graffiti's ability to scatter tokens of one's identity across the
landscape of an entire metropolis looked provincial in comparison. "With
viruses," Hellraiser remembers thinking, "you could get your name around the
world."

He was right. The program that had infected his own computer in late 1990, the
so-called Jerusalem virus, had spread from Italy to Israel to North America
before finally making its way into the pirated copy of the Norton Utilities that
brought it to Hellraiser's hard drive. And though Jerusalem's author remained
uncredited, other programmers from nearly every corner of the globe were
pulling off feats of long-distance self-aggrandizement that dwarfed anything
within the reach of America's spray-paint commandos. A kid who called himself
Den Zuk had launched a virus that was flashing his handle on computer screens
all over Europe, the US, and South America. Early speculation placed its origin
in Venezuela, but the virus was eventually tracked to its true source in Bandung,
Indonesia, when a researcher in Iceland guessed that some enigmatic characters
in the source code were in fact a ham-radio call sign; they made contact with the
call sign's registered operator, who immediately copped to his authorship of the
program.

Equally far-ranging was the journey of the Joshi virus, which spread from India
to parts of Africa and on to the rest of the world, popping up every January 5th
to command computer users to type "Happy Birthday Joshi" if they wanted
control of their systems back.

What impressed Hellraiser as much as the vast geographic distances covered by
viruses, however, was their long range over time. After all, a painted graffiti tag
would only last as long as it took to fade away or be painted over, but viruses, it
seemed, might replicate forever in the wild. Indeed, the Jerusalem virus had
been doing so for three years before Hellraiser encountered it, and four years
later it remains one of the world's most commonly reported viruses. Likewise,
Den Zuk is still reproducing on computers worldwide six years after it first left
the island of Java; Joshi continues for the fifth year in a row to extort
international birthday wishes. Dozens of other viruses from the US, Canada,
Eastern Europe, Taiwan, Australia, Turkey, Malta, and other far-flung locales
thrive globally (This despite that the antivirus industry spends tens of millions of
dollars a year to eradicate them.) Bearing encoded bits of their authors' souls -
clever jokes, crude graphics, friendly greetings, and, of course, occasionally,
malicious intentions (though in fact the majority of viruses found in the wild are
designed to do no damage) - viruses roam the earth in apparent perpetuity.



For Hellraiser, steeped as he was in graffiti culture's imperative to "get the name
across," there was only one possible response to this new technology of self-
projection: he had to get in on the action. But how? Virus writing wasn't exactly
a standard subject in computer-science courses, and even the computer
underground - with its loose-knit network of bulletin boards and e-zines
proffering instruction in the illicit arts of hacking and phone phreaking - wasn't
the most dependable source of virus lore. Occasionally, a hack and phreak board
might offer a small collection of cryptic viral source code for brave souls to
experiment with, but as far as Hellraiser knew, the only system exclusively
devoted to viruses at the time was a place called the Virus Exchange, operating
out of what was then the world's epicenter of virus production: post-Communist
Bulgaria, where the Cold War's endgame had left a lot of overtrained
programmers with time on their hands and anarchy on their minds.

II. Put 5 questions to the text.
Example: Who is the founding member of the world-renowned virus-
writers' group Phalcon/Skism?
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